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SYSTEM REQUIREMENT

Total FPS at
CIF

‘ 480~720 360~480 240~360 120~240

Intel Core 2 Intel Core 2 Intel Core 2 Intel Core 2 Intel Core 2
Quad Duo 3GHz Duo 3GHz Duo 3GHz Duo 3GHz

RAM 1GB 1GB 1GB 1GB 1GB
Total FPS at 1680~1920 1440~1680 1200~1440 960~1200 720~960

CPU

CIF

cPU Intel Core 2 Intel Core 2 Intel Core 2 Intel Core 2 Intel Core 2

Quad Quad Quad Quad Quad
RAM 2GB 2 GB 2GB 2 GB 1GB
Mother- . .
Intel 965 chipset or above, Intel Chipset recommended
board
Displa: ATl Radeon HD 3650 nVIDIA GeForce GF7900 or above
play (ATl recommended)
Ethernet 10/100 BaseT or Above, Gigabit LAN Support
Hard Disk 80 GB or above
(O} Microsoft Windows XP Home Edition or Windows XP Professional
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INSTALLATION e i e _
Step 1: Insert the Installation CD.\

Step 2: Run Setup.exe from the .

CD-ROM driver/ directory to l__ﬁ setup. i
install. Tl

Iklb
Il

IP Surveillance System 2.6.1 - InstallShield ¥Wizard x|

Welcome to the Install5 hield Wizard for IP
Surveillance System 2.6.1

The InstallShieldR Wwizard will install IP Surveilance
System 2.6.1 on your computer. To continue, click Mest.

Cancel

Step 3: Check the option “l accept the terms of the license agreement”.
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Step 4: Please enter your name and the company name for which you
work.

MainConsole Yersion 2.6.0 - InstallShield Wizard

Customer Information ‘

Please enter your information. l""‘h :

Please enter your name and the name of the company for which you work.

User Mame:

IFinasl

LCompany Mame:

|Finasﬂ

Iristal Shigld

< Back | Mext > I Cancel

COMPLETE SETUP TYPE:

. Setup Type ‘
Check the option “Complete”. Selecthe setup e o el a—
All program features will be C————
installed. [Require the most disk A
Space ] @ Al program features will be installed. (Frequires the most disk space.)

i Cugtom

Select which pragram features you want installed. Recommended for
advanced users.

IrstallShireld

< Back Mest > I Cancel |

6.0 - InstallEhield Wizaxd

Press the “install” to start the
i i Ready to Install the Program ‘ ]
| nsta”atlo n . The wizard is ready to begin installation. I h

Click. Install to begin the installation.

I you want to review or change any of your installation settings, click Back. Click Cancel to exit
the: wizard.

Iristal 5 hield

< Back

Cancel |
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CUSTOM SETUP TYPE:

Install the system to a preferred directory. Or select whichever feature(s)

you wish to install.

Check the option “Custom”.
Select which program features
you want to install. This is
recommended for advanced
users.

6.0 - InstallShield Wizard
Setup Type

Select the setup type ta install. l"'\'h

Please select a setup type.
" Complete

@ All program features will be installed. (Requires the most disk space.)

& Custom

i

Select which program features you want installed. Recommended for
advanced users.

IristallShreld

Cancel

< Back Mest > I

Select folder where setup will install files.

Select the features setup will
install.

Hint: For example, select only
Playback and LiveView for
installation. Install and use only
these features on multiple re-
mote sites at home or anywhere
with a PC.

page-9

1P Surveillance System 2.6 B
Select Features ﬂ i
ill i b
Select the features setup will install I "_h
Select the features pou want to install, and deselect the features you do not want to install.
= [rescription
] MainConsole
) Playback. The main control console of
wLiveView the IP Surveillance System,

93.37 MB of space required on the C drive
21031.72 ME of space available on the C drive

Irstal|Shield

< Back Mext > Cancel
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Press “Finish” to finish the installation.

1P Surveillance System 2.6.1

InstallShield Wizard Complete

The Install5hield ‘izard has successfully installed IP
Surveillance System 261, Click Finish to exit the wizard

Execute the Main Console

Enter the password you like
into the edit box and enter
again at the edit of Password

Confirm. And then press “OK”.

Now enjoy our Intelligent
Surveillance Solution.

< Back | Finish | Carice] |

%l Qutiook Express &
j Adobe Photoshop €5 E Backup System

e Internet Explorer B DBTaools
@ Outlack Express E MMain Console
9 Windows Live Messenger Playback System
@ \Windows Media Player Remote Live Yiewer
Sl windows Movie Maker Remote Playback Server
2 Uninstal IP Surveilance System
FRRE &m 3 -}__“l User Manual

Please enter user name and passwoard

User Name: Iadmin

FPassword: I

0K ‘ x Cancel|
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Quick Start
QUICK START

INSTALL IP CAMERA(S)

Step 1: Setup the IP camera(s) following by the instruction manual

provided by the manufacturer.

Step 2: Check the network between the IP camera(s) and the system.

Step 3: Add the IP camera(s) to the system
following below steps.

ADD IP CAMERA(S)

Step 1: Go to Start > All Programs > FINE >
Main Console.

Step 2: Type in user name and password
and log on to the system.

Step 3: In Main Console, go to Config > Setting
to obtain the Setting panel.

Step 4: Go to Camera tab.

If your IP cameras support UPnP. Follow step 5.
Otherwise, follow step 8.

Step 5: Click “Search” to search for the
IP cameras that are available at
this point.
Note: Search function just support the IP
cameras with UPnP supported.

Step 6: Select one of the IP cameras that are
available; check the option and enter
the username and password.

Step 7: Click OK to add the camera.
page-11
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Step 8: Click “Insert” to insert the IP cameras.

Step 9: Enter the IP address or domain name (check the “Use DNS”
option), Http Port, Username, and Password.

Step 10: Click “Auto Detect”

Step 11: Click OK to add the camera.

Step 12: Click OK to exit the Setting panel. fome ————

7| IP Address : ; . I~ Usa DNS
Step 9
Http Port &)
p User Mame

)Passwmd

Step lO Protocol © TCE € UDE & HTTR
:
Step 11 T Eom— e

Carmnera Model: |[ISENEE0

Camera: e el dEsE A
[y el I i
~ Description-
iden Codec:MIPEG MPEG4

udio Codec:ADPCM
Ca E Bl en e

0K X Cancel

SET SCHEDULE

Step 1: Go to Start > All Programs > FINE >
Main Console.

Step 2: Type in user name and password and log on to the systgﬁ[.’ 3

Step 3: In the Main Console, go to
Schedule.

Step 4: By default, when inserting a
camera to the system, the
recording schedule is
automatically set to be 24 hours a
day, always record.

Step 5: Click Configure on the selected camera schedule or double click
on any schedule bar to modify the recording mode.
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Step 6: When satisfied with the schedule setting, click OK to update the
recording schedule.

Step 7: Click OK again to go back to the Main Console.

SET SMART GUARD

Step 1: Go to Start > All Programs > FINE >
Main Console.

Step 2: Type in user name and password
and log on to the system.

Step 3: In the Main Console, go to Guard.

Step 4: Select a camera and then click on
“Insert Event.”

Step 5: Select General Motion as the event Step 4
type, click OK.

Step 6:

In the Alarm Event
Configuration
panel, set the
detection zone as
all, and then click
OK to exit the
panel.

Step 7: Click OK to go back to the Main Console.

START RECORDING & SMART GUARD
Step 1: Go to Start > All Programs >FINE > Main Console.

Step 2: Type in user name and password and log on to the system.
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Quick S'tart'

Step 3: In the Main Console, go to Start. @ 1> | =® Al A
Step 3

Step 4: Click on “Start Recoding
Schedule”
and “Start Smart Guard System”
to
initiate the two functions.

Start Monitor &l
Start Recording Schedule

Start Smart Gu

Step 4 —

Start Counting Application

PLAYBACK

Step 1: Go to Start > All Programs > FINE > e =

Main Console. @l I»r | = Al A

-

Step 2: Type in user name and password and log on to the system.

Step 3: In the Main Console, go to Playback.

Step 4: In the Playback window, click on the

Open Record Icon.

Step 5:

In the time table, recorded files are
displayed in color bars. Highlight any
color bars to select playback section. [
Click OK to return to Playback
Console.

Step 6:
The recorded files are ready to view B
now. 5 ._ y . ! 12:40:00

Step 4
Step 5
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1. Main'CohsoIe

mIEIEEIEIEIEICEEIER:

This is the main operation system - to activate, schedule
recording, setup smart guard and configure system setting.
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1. Main'CohsoIe

x|
Shut down the Surveillance
System or log out current user. F I m
I . . = Flease selectthe operation you want to do
Minimize the Main Console @
. —= IExitMain Console ;I
W  OK | X Ccancel |

Allocate the sub-screen display by clicking on the
desired layout icon. To switch to single camera display, double click on a

particular sub-screen. Double click on the screen again to regain previous
screen division layout.

Divide into | Divide into Divide into ]| Divide into
| 1 screen(s) _ 4 screen(s) 6 screen(s) 1 9 screen(s)
| || Divide into 1| Divide into ]| Divide into m Divide into
10 screen(s) ' 13 screen(s) m 16 screen(s) N screen(s)
Divide into 7] Divide into X Switch to | Rotate all
| 13 screen(s) | 17 screen(s) Full screen A2 | screens
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1. Main Console

Start Monitor Al
L) FH CH BH L | B | Start Recording Schedule

Start Smart Guard System

Start Counting Application
Enable Secondary Display

Cpern Event Report

Lock System

Click on the Start icon and select from the drop down menu to
activate/ deactivate: (a) Recording Schedule System, (b) Smart Guard
System, or (c) Counting Application. Select Start/Stop Monitor All to
activate/ deactivate all the functions at once.

You may also enable secondary display, open event report, and lock the
system here. See page 74 for more details about secondary display.

When activating any of the monitor functions, system considers the
current screen status as normal. Therefore, if you want to, for example,
detect Missing Object, be sure the object needed to be protected is in its
position at the moment you click Start button.
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1. Main'CohsoIe

Click on the icon to get Playback Console. You can watch
recorded video, search recorded video, adjust image of the stored data,
save video/ pictures, print images, check log information and event
records, and set up recording function configuration. See Playback on
page 21 for detail.

Organize recording time schedule and setup recorder
configuration. See Schedule on page 37 for detail.

Add/edit type(s) of events that you want to detect; setup
reaction(s) responding to events. See Guard on page 43 for detail.

Select from the drop down menu to modify general setting,
save/ load configuration settings, start counting application, access log
viewer and backup files, or setup network services. See Config on page
61 for detail.
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1. Main Console

Display date, time, free HD space, CPU
temperature, fan speed, and customized text. To customize Information
about window’s setting, go to Config > General Setting > General

Control the movement of PTZ cameras. With
cameras that support PTZ control, you can move, zoom, patrol, adjust the
focus, and set preset points of the cameras.

Adjust the camera view until you are satisfied. Click on
the Set icon and set up the view as the preset point 01. Adjust the camera
view again and set up the preset point 02. Repeat the process until finish
setting up all preset points. You can enter any names you like to instead of
the preset point 01, preset point 02, preset point 03,...

Click on the Go icon and view the result of your setting.

Click on the + and - signs to zoom in and zoom out the view.

You can select to have the camera focused near or far. To
page-




Intelligent Surveillance Solution

1. Main Console

focus near means objects that are closer will be clearer than the objects
that are further away. On contrast, to focus far means objects that are
further will be clearer than the objects that are closer.

Click on the Focus icon and select auto focus if you want the system to
decide the focus point for you.

1.3.4 Patrol: Go to Patrol > Set Patrol to obtain the Patrol Setup dialog.
From the left window, select the cameras that you would like to have in
the patrol group. Align the cameras in order in the right window and
adjust the time. Rename the group name if you want. After completing
the setup, check the Active option, and then click OK.

You can setup up to four groups of auto patrol. To start or stop, click on
the Patrol icon in the Main Console, and select Start Patrol or Stop Patrol.

[ —

Patrol Setap

Group 1 I Group 2] Group 3 1 Group --t]

Group Name ; |Grnup 1

Period: =~ 5 Sec

|~ Active

[J’ OK ] lx Cancel I
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1. Main Console

1.4 On Screen Menu

Right click on the camera screen and get the On
Screen Menu, from which you can enable move,
enable digital PTZ, and connect/ disconnect the
camera.

3] Enzble Move
3] Enable Talk

2% Disconnect

1.5.1 Enable Move: With cameras that support PT

Show Camera *| function, by selecting the enable move function, you
Delete Camera may adjust the camera’s view by clicking on the
Enable Digital PTZ display screen. To cancel this function, right click on

the screen and select Disable Move.
Snapshot

Manuzl Record
Note: You can only work on current camera after

Toaggle Fullscreen

clicking Enable Move.
1.4.2 Enable Talk: With cameras that support two-way audio, you may
select enable talk to utilize the function.

1.4.3 Connect/ Disconnect: Right click on the display screen and select
Connect/ Disconnect to modify the connecting status of the camera.

1.4.4 Show Camera: Select the camera to be displayed from the Show
Camera Menu.

1.4.5 Delete Camera: Click on Delete Camera to remove a camera from
the display screen. This does not delete the camera from the setting list.

1.4.6 Enable Digital PTZ: To enable the PTZ functions of the camera, select
the Enable digital PTZ option. When enable digital PTZ, we can use mouse
wheel to zoom in and zoom out on the camera.

Note: Enable Digital PTZ is the option function in IP+ software not in IP
software

1.4.7 Snapshot: Select the snapshot function to capture a specific video
image immediately. You have the options to copy the image to the
clipboard or to save it.

1.4.8 Manual Record: Start recording video by selecting manual record.

1.4.9 Toggle Full Screen: To view a specific channel with full screen.
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2. Playback

Watch the recorded video, view and/or search for unusual
events and recorded system information.
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2. Playback

Minimize the Playback console.
Shut down the Playback console.

Indicate the status of the playing video; drag it to where you
want to review.

Play, pause and stop the video.

When playing video, click on the Cue In/ Cue Out icon at where you
want to set as the starting/ ending point of a saved video clip. The Cue In
and Cue Out time will be displayed on the Playback Information Window
once they are set.

Control the speed of the playing video. Click + to speed up and -
to speed down.

Zoom in and zoom out. Get a close up view of the recorded video;
move to the spot you want to view by dragging the screen.
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2. Playback

:M_ F—— b : Customize the speed on

Setting panel.
Forward/reverse frame by
frame.

Display video date and time, current video status, cue
in/ out points’ time, and speed.

Adjust the sound level.
Allocate the sub-screen display by clicking on the
desired layout icon. To switch to single camera display, double click on a
particular sub-screen. Double click on the screen again to regain previous
screen division layout.

Play the recorded video.

Click on Open Record button to access the Date-Time
Panel and withdraw the video record that you want to review.
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2.5.1 Date Time Panel
zarch Dialog [Local Machine]

Ldj ﬁ _J | @ @ Date Time Period —Wideo Preview
: Start Time: |20m’r 422 = |04:12:uu = I Enable Preview 2007/04/22 04:12:03
4 MR 2007 » = = _
i E=llq4q300 =
End Time: |zuun 122 = |u4.13.uu a2
“ 1234567
= 8 91011 12 1314
(15 16 17 18 19 20 21 |Colmr |Event Type |
17|22 23(24| 25 26 27 28 [ | e (el Mt
w2930 1 2 3 4 5 [a Fareizn Object
w6 7 8 9101112 r Missing Object
[l Loz Focus
- Camera Block
r Signal Lost
Todayl
e T R R e R e e e
B namet I_
fHname2 f
fHname3 A
A named A
fHnames PN

-
= ——— ] 4| | »

Record Always

Record on Motion  OK ‘ X Cancel |
Record on Event

2.5.2 Record Display Window: The record display window shows the
information of the available video clips. It may show in calendar or list
control view. For further details about how to modify the record display
window view, see page 35.

Click on the @ icon on the top of the display window to obtain the
Remote Playback Site Management dialog. You may select to access
local machine or set up remote playback server. See page 36 for more
details about setting up the remote playback server.

Click on the ﬁ icon to refresh the record display window, and click on

the “% icon to access the log viewer dialog. See Page 32 for more

details about the log viewer dialog. Additionally, utilize the @ @ icons
to go to previous and next recording Date.
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2.5.3 Date Time Period: Select the start and end time points that indicate
the time period you would like to view.

2.5.4 Video Preview: Check the enable preview option to view the
selected video.

2.5.5 Event Type: There are 6 event types; see Chapter 4 Guard for details.
You may set up different colors for different event types to help you select
events.

2.5.6 Time Table: Utilize the <+ icon to select all channels; also utilize the
= icon to deselect all channels. Finally, utilize the scale bar

D p—

o ! .-"‘+'| to modify the scale of the time table.

To pressure the button “Show Records” makes Time Table show the period
of recording data like below:

o _show Records |ﬁ show Event Log
4

v iZolor Event Twpe
Show Records General Motion
\ Foreizn Object
Missing Object

Loz Focus
Camera Block

Pignal Lost

N\
RN

N\

Record —_—
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To pressure the button “Show Event Log” makes Time Table show the time
of event detection like below:

|ﬂ Show Records | | o EthEventhg\

Color Ewvent Type
eneral Motion
Foreign Obiect
Mizsing Object Show Event Log
Lose Focus
Camera Block
Signal Last

g ///
pd Y4
i /

2.5.7 To Withdraw the Record:

Step 1: From the record display window at the top left of the Date Time
Panel, select the date you want to withdraw the record from. The
red/green/blue lines shown on the time table indicate available
recorded video records.

Note: The record display window can be shown in (a) calendar view or (b)
list control view. To modify the setting of the record display window, click
on the Setting button at the right of the Playback Console. See page 35
for more details.

Step 2: Use color bars to differentiate event types from each other. This will
help you select video clips.
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Step 3: Highlight the video clip you want to review by left-clicking and
dragging the time period. You may also utilize the Start Time and
End Time in Date Time Period Section. In addition, modify the scale
of the time table with the + and - signs on the bottom left.

i namet
Step 4: Check the Enable Preview option to get the A namez
preview of the video you select. i names3
. . named
Step 5: Click the camera name to increase or decrease r
finames
cameras you want to playback.

Step 6: Click OK when completing the setting.

2.6 Search Mode: Click on the Search Mode icon to obtain the Intelligent
Search Tool panel. You can setup unusual events here to detect
abnormality occurred during the recoding period.

Intelligent Search Tool Panel: Click on the Search Mode icon and get the
Intelligent Search Tool panel. Set up unusual events here to detect
abnormality that occurred during the recording period.

There are 5 types of unusual events: General Motion, Foreign Object,
Missing Object, Lose Focus, and Camera Occlusion.

2.6.1 Unusual Event-General Motion

—Alarm Event Type

General Motion: Detect all movements in the

] | General Motion =l
defined area.
Sensitivity: — J—
Interval: —_—]

Define Detection Zone: Leftclickand dragtodraw [ = * " '

a detection zone. You may define more than one et e i
. o i

zone on the screen by repeating the process. peine detecten zne

) Define ahjech size

Sensitivity: Modify the sensitivity setting by changing A clear
the slider control. Move toward right will increase Redtandle count o

the sensitivity level, which means a relatively small W Draw Region
movement will trigger the alarm; in contrast, move g

the slider control toward left will reduce the searcn | cop |

sensitivity for movement detection.
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Set up an appropriate sensitivity level reduces the frequency of false
alarm. For instance, you can lower the sensitivity to avoid the alarm
being triggered by a swinging tree in the breeze.

Move the slider control to the right to increase time interval so
that the alarm will only be triggered when the movement lasts longer.
Move to the left to reduce the time interval.

Check the option to have the video stopped when
detecting motion in the detection zone. Uncheck the option to have
video kept rolling, and all detected events will show on the list in search
result box. Click on the listed event in the box to jump to the point in the

video where a motion is detected.

Alarm is set off when any additional
object appears in the defined area on the screen.

Before detecting foreign
object, it is required to define a detection area. In
order to do so, left click and drag on the screen.
Alarm will be triggered when any additional object
appears in the detection zone.

Drag and draw on the screen to
define the size of a foreign object.

Modify the sensitivity setting by

changing the slider control. Move toward right will increase the sensitivity

level, which means a relatively small movement will
trigger the alarm; in contrast, move the slider
control toward left will reduce the sensitivity for
movement detection.

Click and move the slider control to the
right to increase time interval so that the alarm will
only be triggered when the object has been
removed from the area for longer. Move to the left
to reduce the time interval.

page-

~Alarm Event Type

IForeign Chject j
Sensitivity, ——— F——
Interval; —_——

~Region Definition
& Define detection zone

" Define ohject size

All Clear

Rectangle count: 0

v Draw Redion
v Stop when found

Search ‘ Stop ‘

~Alarm Event Type

[Missing Object =
Sensitivity, ——— F——
Interval; —_——

~Region Definition
& Define detection zone

) DEfhe ahjecteize

Al Clear

Rectangle count: 0

v Draw Redion
v Stop when found
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Set up an appropriate Interval value will reduce the chance of false alarm.
For example, you can lower the Interval to avoid the alarm being
triggered by a pedestrian.

2.6.3 Unusual Event-Missing Object

Missing Object: Alarm is set off when the selected object is removed from
the defined area on the screen.

Define detection zone: Before detecting missing object, it is required to
define a detection zone. Left click and drag to draw a detection zone.
Alarm will be triggered when the defined object is removed from the
detection zone.

Define object size: This tells the System how big the defined object is.
Drag and draw a square that is about the same size as the object that
you want to protect on the screen.

Sensitivity: Modify the sensitivity setting by changing the slider control.
Move toward right will increase the sensitivity level and a relatively small
movement will trigger the alarm; in contrast, move the slider control
toward left will reduce the sensitivity for movement detection.

Interval: Click and move the slider control to the right to increase time
interval so that the alarm will only be triggered when the movement lasts
longer. Move to the left to reduce the time interval.

Pozt Processng Tool

2.6.4 Unusual Event-Lose Focus/ Camera Occlusion ~ General Setting
& Anply active channel
Lose Focus: System will inform you when the ¢ Apply all channels

camera(s) lose its focus.

Camera Occlusion: Alarms when any of the
cameras is blocked.

[~ Sharpen
2.7 Enhancement I Brightness
J

2.7.1 General Setting: Check the option and chose I~ Contract
] } IJI L —

[~ Grey Scale
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whether you want to apply the setting to all the channels or only to those
currently shown on the screen.

2.7.2 Filter Setting
Visibility: Check the option and adjust the gamma value of the
image to enhance the image and make it cleaner.
Sharpen: Check the option to activate the function. Move the slider
control to the right to sharpen the image, to the left to soften it.
Brightness: Check the option to activate the function. Move the
slider control to the right to make the image brighter.
Contrast: Check the option to activate the function. Move the slider

control to the right to increase contrast.

Grey Scale: Check the option to show the record in grey scale
mode so the image displays in black and white.

2.8 Save Video

Step 1: Click on the display screen to choose the camera display that you
want to save as a video clip.

Step 2: Set up the cue in and cue out points; the cue in and cue out time
will show on the information window.

09:03:34

CueIn Cue Out

Step 3: Click Save Video icon, choose the folder where you want to save
the file at, enter the file name and click SAVE.
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Step 4: Set the Export Format as ASF ety &

or AVI (ASF recommend) and set BxportFle Fah | (s

the Use Profile. S -
Use Profile: |Wmdnws Media Video & for Local Area Network (384 ths)j
Start Time: 2008/00r29 08:21:14

Step 5: You may export (i.e. save) e

the record with both audio and  ExpertAucln

video or video only. ~ Bwort 0D
[~ Export POS Transaction

Step 6: Click OK to save the video. T FTTED

2.9 Save Image

Step 1: Click on the display screen to choose the camera display from
which you want to save pictures.

Step 2: Click Save Image button when the image you want is shown on
the screen. You may click Pause to freeze the video, use Step Forward/
Step Backward function to find the picture(s) that you want to save.

Step 3: Choose the folder and the format of image (BMP or JPEG) you
prefer and then click save.

Note: You may skip step 3 by pre-setting a folder and format that you
want to save the images.
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2.10 Print
Print the current image of the video you choose.

Print in original size:
Select to have the image
print in original size.

// Fit the page: Select to

™ Fit to page have the image fit the
| | page.

Align Image: | BT = Align Image: Top,

. Center, or Bottom
Print Content
& Print activem

" Print all channels in the current view [ Print Content: Print the
image from currently
selected channel or all the
|« ernt | [ X cancel | channels shown on the
screen.

*- Print Setup

FPage Setting

t+ Driginal size

2.11 Backup

Different from Save Video, the Backup function saves everything from the
Playback panel, including log information.

You can start a full function Playback Console and load the backup files
into it on any PC with Windows operating system. This means you may
monitor the real time video and work on the backup files on separate
computers simultaneously.

Step 1: Press the “Open Record” to select data and press “Backup”.
Step 2: You can adjust the Start Time and End Time you want to backup.

Step 3: You can adjust the Cameras you want to backup.

Step 4: You can calculate the size of the backup data.
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rig Backup Dialog

Hep s = 2o 10 = o1 100 =
Sep 3 a0y 4o = o600 o
Step 4

Step 5

Step 6 —

Step 7

Step 5: Select the directory you want to save the backup data.
Step 6: Check the log you want to backup.

Step 7: Press the “Backup” to start backing up.
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2.12 Log Viewer

2.12.1 Unusual Event: View the unusual event history that had been
detected by the Smart Guard System. Step 4

Unusuad Evant |3\v§l!m Log | Counter Application | Counger Application [DlauramJ|
|

Ste p l/ Date: :

R T

Ganesal Motion 1
Ganeral | Mation 1
Ganeral Motion

3 General Mation 1

Stepl: Choose the type of events you wish to view or select “All” from
the drop-down menu to view all types of events.

Step 2: Choose the camera channel you wish to view or select “All” for
all the channels available.

Step 3: You can either view the events that happened on a particular
date or during a given time period. To search and view unusual event
on a particular date, check the option right next to “Date” and select a
specific date.

You may also point out two different time points and search for unusual
event happened during the period. Check the options in the Date
&Time columns and enter the date and time.

Step 4: Click Search

Note: When working with a video record,
1. Log Viewer will search for Unusual Event in the video record in Date &
Time mode, start from the beginning to the end of the record, which is
the default setting of the system.
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2. A llink will appear right next to each event time. By clicking on the link,
the video will jump to the point where the unusual event takes place.

2.12.2 System Log: Select Log Type form the drop-down menu. There are
total 11 types of log types, including:

9

©NO Gk~ WNE

Step 1 \ ,’ Log Feewer
anl Bystem Log | Counter Apgkcation | Coundsr Application (Duagram) |

Lap Type (all L
Ceater | [#] Mo/ L2005 e 3
Ste 2 m— - ; :
p <‘Eﬂi‘ﬂ'rﬂ1'? |—J| ] s .__ I I Bearch |
Event Timn Event Tipe Dwecapion
2005111 TVFE A Btar Live Sireaming Sener
J00HM 1IN J1-38:48 Efarl Romole Flayback Server

2005141 20:40:50
CEA1AT TA115
008M1A1 304238
2005HA T Z3A0
20058111 3380011

oty S O oursed

Starl Grnad Guard

Stop Sman Guard

Bt Live Streaming Benmer
Stop Remale Flayback Serer

Main Console Startup
Main Console Shutdown
User Login

User Login Failed

Start Schedule

Stop Schedule

Execute Recycle
Execute Backup

Enable Channel

10.Disable Channel
11.Start Smart Guard

/

Step 3

12.Stop Smart Guard

13.Modify Smart Guard

14. Modify Schedule

15. Modify Configuration

16. Start Live Streaming Server
17.Stop Live Streaming Server

18. Modify Live Streaming Server
19.Start Remote Playback Server
20.Stop Remote Playback Server
21. Modify Remote Playback Server
22.IP Camera Connection Lost

Stepl: Choose the type of event you wish the check or select “All” from
the drop-down menu and view all types of events.

Step 2: You can either view the events that happened on a particular
date or during a given time period. To search and view unusual event
on a particular date, check the option right next to “Date” and select a

specific date.
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You may also point out two different time points and search for unusual
event happened during the period. Check the options in the Date
&Time columns and enter the date and time.

Click .

You can see the results of Counting Application during the time period
you set.

1ol
Unusual Event | System Log - Gounter Application |Cuumer;\pm.tamn(D.ag,am)|
Channel: [an -
Date: [ 2005Mavi10 - 2
Date&Tims: [ 2005470y /21 0135 PM = = to [ 2005070v/21 0135 PM |+ 12
Event Time [ Device [ In] Ot |
2005M1/10 02:00:00 CAMERA 1 [ [
200511110 03:00:00 CAMERA 1 0 0
2005111110 04:00:00 CAMERA 1 0 0
2005111410 05:00:00 CAMERA 1 0 0
200501110 06:00:00 CAMERA 1 0 0
200501110 07:00:00 CAMERA 1 0 0
200511110 08:00:00 CAMERA 1 0 0
2005111110 09:00:00 CAMERA 1 5 2
2005111410 10:00:00 CAMERA 1 10 4
20001110 11:00:00 CAMERA 1 7 13
200501110 12:00:00 CAMERA 1 8 2
20051110 13:00:00 CAMERA 1 5 21
2005111110 14:00:00 CAMERA 1 a a
2005111410 15:00:00 CAMERA 1 7 16
200501110 16:00:00 CAMERA 1 " 6
200501110 17:00:00 CAMERA 1 7 0
20051110 18:00:00 CAMERA 1 3 13
2005111110 18:00:00 CAMERA 1 2 14
2005111410 20:00:00 CAMERA 1 1 2
2005011/10 08:00:00 CAMERA 1 0 0
200501110 10:00:00 CAMERA 1 0 0
200511410 11:00:00 CAMERA 1 0 0 =

The Counting Application result data will show in a diagram.

[Prog e T

Unusual Event' System Log ! Counter Application  Counter Application (Diagram} I

Channel: [CAMERA 1 =] Perod [onebay | pate: [z00saevan - 2

Search

2005{11{10 In

12 3 456 7 89 1l]1112131415151718192021“222324
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View the POS Log history that had been detected by the Smart Guard
System, include Transaction Start, Transaction End, Open Cash Register,
Connection Lost, and special User defined event. Please refer the User
manual of POS for detail.

After search the log you want, you can export to .xls or .txt file.

- Log Yiewer @
Unusual Event  Systemn Log lCounting Application] Counting Application (Diagram) |
Log Type: |AII LJ
Date: |7 ¢ B = Exportto..

Date&Time: [ ; == T B Search |
Event Time Event Type ) | Description |
2007{09/12 00:45:41 Main Console Startup
2007{09{12 00:45:44 User Login adrnin
2007{09{12 01:11:10 Main Console Shutdown
2007/09/12 01:27:04 Main Console Startup
2007{09{12 01:27:05 User Login adrnin
2007/09{12 01:28:27 Main Console Shutdown
2007/09/12 15:06:51 Main Console Startup
2007/09{12 15:06:52 User Login adrnin
2007/09/12 15:07:04 Main Console Shutdown
2007/09/12 15:02:23 Main Console Startup
DON7INQM 2 150540 Main ronsnle Shetdmmaen M

Press the button “Export to”.
Type the file name and choose the file format (.xIs or .txt).

D1 - #~ PBBHB?HZ 88:45:41, Hain Console Startup,
A \ B [ ¢ [ o] 20087/89/12 00:45:44, User Login, admin
1 [Buenilime EveniTye Descpion. [ 2007/09/12 01:11:10, Main Console Shutdoun,
Rt gxﬁ"hs‘m . 20087/89/12 01:27:04, Hain Console Startup,
0 |o0709n2.011110  Main Console Shutdown 2007709712 081:27:85, Ust_ar Login, admin
5 [2070M200 2700 Main Consele Starhup 2007709712 01:28:27, Main Console Shutdown,
| 6 |20070912012705  User Login admin 2007/709/12 15:86:51, Main Console Startup,
| 7 |2007091201:2827  Main Console Shuvdown 2@87/09/12 15:86:52, User Login, admin
| 8 [I0070RA2 150651 Main Console Startup 2007709712 15:07:04, Main Console Shutdouwn,
| 8 2007092150652 UserLogin admin 2007/09/12 15:088:28, Main Console Startup,
oo e e ﬁi@zﬁ;ﬁ;‘“‘ 2007/09/12 15:08:40, Hain Console Shutdown,
| 12 [20070912 150840 Main Console Shidorwn 20087/89/12 15:08:54, Hain Console Startup,
13 20070012 15:08:34  Main Conscle Startup 28087 /09/12 15:89:81, Main Console Shutdown,
Ewmﬂzlsoom Main Censcle Shutdown 20807/89/12 15:14:11, Hain Console Startup,
| 15 20070012 15:14:11  Main Consele Startop 2007709712 15:14:12, Main Console Shutdoun,
16 [20070BA21514:12  Main Consele Shutdown 2007709712 15:14:31, Hain Console Startup,
| L7 {00702 151431 Min Consele Sartup 2007/09/12 15:15:20, Hain Console Shutdown,
18 |200709¢12 151520 Miain Consele Shavdown .
19 20070012 194815 Mein Conscls Strtup 2007/789/12 19:44:15, Ma%n Console Startup,
| 20 20070912 1944:58  Main Console Shutdown 2007709712 19:44:58, Main Console Shutdown,
| 21 |20070912 22:51:57  Main Conscle Startup 2@87/089/12 22:51:57, Hain Console Startup,
| 22 |200700412 225159 Main Conscle Shutdown 2007709/12 22:51:59, Hain Console Shutdoun,
| 23 |20070002 225214 Main Conscle Startup 2087/89/12 22:52:14, Hain Console Startup,
R wrRve (e 20087/89/12 22:52:18, User Login, admin
Emmﬂzzzssﬁg Main Console Sastup 2007 /709/12 22:52:24, Ma%n GConsole Shutdown,
S e 2007/99/12 22:53:19, Main Console Startup,
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2.13 Setting

2.13.1 Record Display

—Record Display

& Calendar Yiew " List Control

Calendar View: Make the record
display windows as calendar view. fis

I~ Playwhen open

[~ Auto skip when record motion only mode

List Control: Make the record display Next interval:
windows as list control. Previous interval: |7

min

ul

min

— Capture Image

Date

\'_/h'@ J‘,|©® [ Date d}.@ -«i‘@@ ¢ Save in cliphoard
_ Stal HE i
P @A 2007 , =58 Record Date * Manually save the image file
: End
AR Enc : ggg;ﬁ:ﬁj " " Automatically save the image file
"
= 8 9101112 1314 — : 2007/04/10 bl
|15 16 17 18 1920 21 —r =
:; SaSaas = r Prefetred Ifanefatat Ibmp |
w6 7 8 9101112 r r
r r
r r
= r v OK | X Cancel |
Today
F=_omsl 1 5 . (= e i
2.13.2 Play

Play when open: Check the option and set the system to start
playing the video clip every time when a record is withdrew.

Auto skip when record motion only mode: Check the option to set
up the system to automatically skip to the points where there were
motions recorded.

Next interval: Set the interval with which the video goes forward
when you click on the Next icon on the control panel.

Previous interval: Set the interval with which the video goes
backward when you click on the Previous icon on the control
panel.

2.13.3 Capture Image: Setup how you want to save image.

Save In clipboard: The image will be saved in the clipboard and
can be pasted on other application software.

page-39



Intelligent Surveillance Solution

2. Playback

Manually save the image file: You can manually select where you
want to save the image, name the saved file, and choose the
format you want to save the image.

Automaitically save the image file: By pre-setting a path/URL and
the image format, the system will automatically save the image
accordingly when you click the Save button in the control panel.

2.14 Remote Server

2.14.1 Add Remote Playback Site

Al Rexnote Playback Site Mansgement
Pressing the “Remote Sever” Senver Seting
can go to remote playback ;_Q semervame [
site management to add and pagress [
setup the remote playback Pot 560
site. usermame [
Password: [
Step 1: Enter the IP address or Save Password. I~
DNS, Port, Username, TestServer

and Password.

Add ‘ Delete| Update|

Step 2: Click “Add” to add the
server.

v 0K | X Cancel|

Step 3: Click OK to exit the Setting panel.
2.14.2 Access Remote Playback Site

Go to Date Time Panel and click on the

\/-h icon on the top of the display
window to access the Remote Playback
Site

#2200 [

Local Machine » gtal

End

Bemote Site (remote)

- 7
=5 8 910 11 12 1214
515 16 17 18 19 20 21
7|22 23 24 25 26 27 28
@l2o30 1 2 3 4 5
w| 5 7 B 9101117

'I'I'I'I'I'I| ‘

Tudayl

*= |:|_|-_1_III'15|::III1IIII1!III___

m
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# Schedule Configuration

B Losd B Copyio

= B Default
01 Carnera 1
02 Camera 2
E 03 cameraz
& 04 Carmera 4

-Defau\t Haoliday
Day Mode | | (] Week Made

3. Schedule

[

||f| Default |n 1: 3 4 5 8 7 & & 10 1 1z 13 14 15 18 47 8 19 # 32 3 i
A1 Camera1 R AR R R

] Camera2 |

] Camera 3

] Camerad

9 Insert P Delete 94 Confiznrate

Start Time | End Time | Record PR Quality Resolution
0B:00 12:45 Always 30 Mormal — Mormal

Click on the Schedule icon on the Main Console and set up

the time duration for video recording on the schedule
configuration panel.

page-41



Intelligent Surveillance Solution

3. Schedulé

E ] Room
B 05 Room B £ Back Door

05 Room B
B 06 Back Door

fryluert M Deli o Canfigume

Start Tena| End Trme  Record | FPS Quaky | Resoltion

.Nm:m uuuuu o |

| 3 Dy Misde | | [ ool Mo

Schedule the cameras to turn the recorder on and off at the same time
every day according to your setting.

To setup the time schedule for each camera, you may
1. the preset modes or
2. a new schedule manually

Click on the Load icon for the drop-down menu.

Video recording 24 hours a day with the setting of 30 FPS
(frames per second), Normal video quality and Normal resolution.

Video recording from 8 am to 8 pm (08:00 - 20:00, shown
on the red bar in the Schedule Configuration panel) with 30 FPS, Normal
video quality, and Normal resolution.

Video recording from 10 am to 10 pm (10:00 — 22:00) with
30 FPS, Normal video quality, and Normal resolution.

Video recording 24 hours a day with the setting of
30 FPS, the highest video quality, and High resolution.

The system wiill start recording only when a motion is
detected on the screen, 24 hours a day (shown on the green bar in the
Schedule Configuration panel), with the setting of 30 FPS, Normal quality,
and Normal resolution. You can adjust the sensitivity, interval, and area
of motion detection in the Schedule Configuration.
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The system will start recording only when a motion is
detected on the screen, 24 hours a day (shown on the green bar in the
Schedule Configuration panel), with the setting of 15 FPS, Low quality,
and Low resolution. You can adjust the sensitivity, interval and area of
motion detection in the Schedule Configuration.

Left-click and draw the bar you want to the time table. The
scheduled time will show as a grey bar.

£7] Schedule Configuration
g5 Load g Copy o ‘E Default 0 1 2 3 4 5 8 7 5N& W 11 12 13 14 15 € 17 1@ 19 2 21 2 23 240
= [&d Default ] Main Gate .
01 Main Gate ] Criveway
02 Driveway ] Pool
03 Pool f] Room A
= 04 Room A f] RoomB
i 05 Room 8 fi.] BackDoor

06 Back Door

‘Elmeﬂ
?rt'ﬂme End Time | Recor{l FPS Quality Resolution
7_ Default | Holiday | Custom
(] Week Mode
Ll': 0K | | X Cancel
Click the icon and add a new schedule in the Regular

Mode, i.e. to record video during the time period you set with 30 FPS,
Normal video quality, and Normal resolution.

Change the setting if wished by clicking on the icon
(See page 42) or double click the

Click OK.
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You may set up the schedule for each channel/camera by repeating the
process above, or simply apply the setting of a single camera to all the

others.

E4 Schedule Configuration
[

Back Door

 efault [ Haliday | Custom
T & lode

fLosd gy Copyio ‘ﬂﬂ Default 1 4 s & 7 8 8 0 11 1z 11 14 3 T
= [ Default i1 Main Gate RRRSRR R AR =
& 01 Main Gate i Driveway
Driveway ] Pool
Pool ] Room A
Room A f] RoomB
Ronw s f] BackDoor

P fnsert P Delet: 4 Comtignre

Start Time| End Time | Record FPS
04:00 12:30

Qualty | Resolution
Always

o) (=)

Schedule the cameras for each day of the week differently. In addition,
you may assign extra holidays under the Week Mode.

[ Schedule Configuration

fHLload B Conyio
= [E1 Defauit
= = 01 Main Gate
= 02 Driveway
= =l 03 Pool
= &l 04 Room A
5 Room B
# & 06 Back Door

Default Hohdavf Custom
‘ 15 Bay bode | | Eeet Mode

f] BackDoor

‘ﬂj Default 2 5 8 7 S 10 11 12 13 4 15 18 17 18 18 20 21 22 23 o4l
L] Main Gate J
f] Driveway

] Pool

] RoomA

] Room B

] Insert

Start Time| End Time | Record | FPS Qualty | Resolution
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3. Schedule

Follow the same process to setup the schedule for every
day in a week.

You may assign holidays where the system will work
according to the setting of Sunday.

You can assigh a particular date(s) on which the system
will work according to a special schedule(s) different from the others.

You can manually change the setting at
any time after you insert or load a period of schedule.

Move the cursor to the and change the length or
move the bar sideway to change the start and end points.

£ Schedule Configuration

fLood [ Copy o [ Defaut T

] Main Gate APPSR ISP, =
] Driveway |

] Pool

] Room A

] RoomB

] BackDoor |

&-85.Rack Door

4 Insert 6 Delet (¢4 Contigmre

Start Tme | End Time | Record | FPS Qualty | Resolution
04:00 12:30 Always

| Defaulk | Holiday | Custom
B3 Davbiods | | () wesk e

7o ] (X sema]

Click on the Configure icon or double click on schedule
information on the screen (highlighted in blue) to obtain the Encoding
Option panel (see page 42) and change the setting as wished.

Click on the configure icon to obtain the Encoding Option
panel.
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Select Event

Smart Guard:

=G} CAMO1 Main Gate

=gk CAMO3 Pool
O ceneral Mation
= GF CAMO4 Room A
O General Mation
=G+ CAMOS Room B
O General Motion
=4+ CAMO6 Back Door
O General Mation

Encoding Options

Original Video

Digital Input

O[] Main Gate Tnput:0
O[#]Fool nput:0
(#]Pool Input:1
O[] Fool put:2
O[] Fool put:3

7o ] [X ool

Time Mode
StartTime: | 00:00 - QTRNEIEERET
EndTime. [2358 = { Sadieren
" Record on Motion:
Pre-record: |5 sec. (Max G0
| ot o~ "
Post-record: |3 sec. (Max 60)

Audio

I™ Record Audio

v OK | ’ X Cancel ]

Select this option to record the video at all time.

Select this option to obtain the Select Event panel.
From the Smart Guard list, check the box of the camera(s) that you want
to trigger the recording action. Click OK to complete the setting.

Select this option to start recording when there
are motions detected. To detect Motion, you have to define a detection
zone. Left-click and drag the mouse to draw a detection zone. You may
define more than one zone on the screen by repeating the same process.
User can also click on “All” button to select the entire detection zone. You
may adjust the sensitivity and the frame interval.

The pre-record/ post-record function
saves the recording data accordingly. For instance, to set up a 5 second
pre-record time means the system will start saving the recording data 5
seconds before the event happens.
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!" Event and Action Configuration @
Event Action
» v OK
-/ CAMOL Main Gate fictiot Spbioris X Cancel

&, General Motion
O CAMOZ2 Driveway
=42 CAMD3 Pool
'®. General Motion
-4 CAMD4 Room A
'®. General Motion
- 43 CAMOS Room B
'®. General Motion
=43 CAMO6 Back Door
'®. General Motion
[%] Digital Input
[#] system

Video Preview

Click on the Guard button on the Main Console to start the Event and
Action Configuration panel. You need to specify an event to be detected
as well as to set up an action with which the system will take when the
specified event is detected.

[Smort Guard Event Report 4
Indicates the Erarrins [Ertte [ Comea [Descryiion i

working status of the sys- s s b

tem, in blue color rolling

when system is recording;

in red when an event is

detected. When the

crystal ball is red, you can

click it to cancel the

event(s). ot | cancetmn | [ Gioss
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1 Hvent and Action Configuration @
Event Action =
oK
o
+ 4 [CAMO1 Main Gate: fickion Options maacal
& eneral Motion
G CAMO2 Driveway

G CAMO3 Pool
'8! General Motion
=1} CAMO4 Room A
'8, General Motion
=14 CAMOS Room B
'8, General Motion
= 4§ CAMO6 Back Door
B, General Motion
[#] Digital Input
[#] system

Video Preview

There are three sources of events: Camera (video image), Digital Input
(device connected to you PC) and System (condition of your hardware).
You can assign multiple events by following the instructions below.

Select a channel from the camera list and click the insert event
i Q
icon. .

P -

Eelect Event
|
Event Type Description
d signal Lost Detect video signal connection
[ Foreign Object Detect foreign object in defined areal:
= Missing Object Missing/being moved of defined object
&2 | ose Focus Camera focus lost detector
&= Camera Dcclusion Camera blocked or damaged
4 >
[« OK | [ ¥ Cancel ]

There are six types of events: Signal Lost, General Motion, Foreign
Object, Missing Object, Lose Focus, and Camera Occlusion. Select the
event you want on the Event Type list, and then click OK.

Configure the setting of the Event Type. See the following instruc-
tions.
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4.1.2 Event - Signal Lost

—

Alarm Event Configuration

Basic

¥ Enable Event
—Life Cycle

f* Automatic cancel event when event disappear

" Manual cancel event or event last triggered

—Activated Period

f* Always Activated
i Activated only in the following period

;Im =
L] L]

v/ OK | [ X cancel ]

Basic
Enable Event: Check the box to activate.
Life Cycle

Automaitically cancel event when event disappears: the alarm/action
will be off once the abnormality is fixed or ends.

Manually cancel event or event continues triggered: The alarm/action
will continue until being canceled from the Main Console (Start>Open
Event Report>Cancel All Events). The user currently not at the seat
watching the screen will be notified by the alarm.

Activated Period: You can set up the system to react during a certain time
period; for example, office hours
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4.1.3 Event - General Motion

Detect any movement in the defined detection zone.

Alarm Event Configuration E

Enable Event \ Basic | vances

¥ Enable Event

- Life Cycle

 Automatic cancel event when event disappear

Life Cycle

€ Manual cancel event or event last triggered

—Activated Period
L~ Always Activated

/ " Activated only in the following period
Activated Period I

[./ oK Hx Cancel ]

Basic Setting
Enable Event: Check the box to activate.
Life Cycle

Automaitically cancel event when event disappears: the alarm/action
will be off once the abnormality is fixed or ends.

Manually cancel event or event continues triggered: The alarm/action
will continue until being canceled from the Main Console (Start>Open
Event Report>Cancel All Events). The user currently not at the seat
watching the screen will be notified by the alarm.

Activated Period: You can set up the system to react during a certain time
period; for example, office hours
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. Alarm Event Configuration

Basic Advanced

Alarm Event Option Video Praview

Sensitivity, ——— F——

Interval: — ——
Ji
Region Definition

(+ Define detection zone

e

All Clear

l Start Simulation ‘

fv OK | [ X Cancel ]

Click and move the slider control to the right to increase
sensitivity so that a relatively small movement will trigger the alarm. Move
the bar to the left to reduce the sensitivity of movement detection. Set up
an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered
by a swinging tree in the breeze.

Click and move the slider control to the right to increase interval
time so that the alarm will only be triggered when the movement lasts
longer. Move to the left to reduce the interval time.

To detect General Motion, you have to define a de-
tection zone. Left-click and drag the mouse to draw a detection zone.
You may define more than one zone on the screen by repeating the
same process. User can also click on “All” button to select the entire
detection zone.

Click the Start Simulation button and test the function on
the preview screen.
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4.1.4 Event - Foreign Object

Alarm will be set off when an object appears in the defined area on the
screen.

Alarm Event Configuration -

Enable Event \ Basic | agiances

\1?7 Enable Event

- Lite Cycle

" Automatic cancel event when event disappear

Life Cycle

{* Manual cancel event or event last triggered

- Activated Period

L. (+ Always Activated

/ ~ Activated only in the following period
Activated Period el [P =

[/ 0K l [x Cancel ]

Basic Setting
Enable Event: Check the box to activate.
Life Cycle

Automaitically cancel event when event disappears: the alarm/action
will be off once the abnormality is fixed or ends.

Manually cancel event or event continues triggered: The alarm/action
will continue until being canceled from the Main Console (Start>Open
Event Report>Cancel All Events). The user currently not at the seat
watching the screen will be notified by the alarm.

Activated Period: You can set up the system to react during a certain time
period; for example, office hours
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Alarm Event Configuration .

Basic Advanced

Alarm Event Option Video Preview

” Sensitivity. ——— F——
Interval: —
Ja
Region Definition
 Define detection zone
" Define object size
All Clear

L
| Start Simulation ‘

l/ oK ][X Cancel |

Click and move the slider control to the right to increase
sensitivity so that a relatively small movement will trigger the alarm. Move
the bar to the left to reduce the sensitivity of movement detection. Set up
an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered
by a swinging tree in the breeze.

Click and move the slider control to the right to increase interval
time so that the alarm will only be triggered when the movement lasts
longer. Move to the left to reduce the interval time.

To detect Foreign Objects, you have to define a
detection zone and define the size of the object you want to detect.
Left-click and drag the mouse to draw the detection zone (Region 1).

After defining the detection zone, select and then
left-click and drag the mouse to indicate the size of the object you want
to detect.
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4. Guard
Event - Foreign Object

Hint: For instance, if you want to prevent somebody from leaving a
briefcase in a hallway, you may put a briefcase in the hallway where the
camera is aiming. On the screen of the camera, draw an area that fits the
size of the briefcase and define it as the object size, and then remove the
briefcase before activating the Smart Guard function on the Main
Console. The system will consider everything in the screen normal when
you click Start to activate the monitor function.

Start Simulation: Click the Start Simulation button and test the function on
the preview screen.
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4.1.5 Event - Missing Object

Alarm will be set off when an object disappears in the defined area
on the screen.

Alarm Event Configuration -

Enable Event \ Basic | Advanced
\7 Enable Event

-Life Cycle

" Automatic cancel event when event disappear

Llfe CyC|e & Manual cancel event or event last triggered

-Activated Period
/G' Always Activated

 Activated only in the following period

Activated Period / E

A= ?

[./ oK Hx Cancel]

Basic Setting
Enable Event: Check the box to activate.
Life Cycle

Automaitically cancel event when event disappears: the alarm/action
will be off once the abnormality is fixed or ends.

Manually cancel event or event continues triggered: The alarm/action
will continue until being canceled from the Main Console (Start>Open
Event Report>Cancel All Events). The user currently not at the seat
watching the screen will be notified by the alarm.

Activated Period: You can set up the system to react during a certain time
period; for example, office hours
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. Alarm Event Configuration

Basic Advanced

Alarm Event Option Video Preview

Sensitivity, ——— ——
Interval: ——
i

Region Definition
+ Define detection zone
e z

Clear

[ Start Simulation I
L&

|\/ oK | [ K Cancel ]

Click and move the slider control to the right to increase
sensitivity so that a relatively small movement will trigger the alarm. Move
the bar to the left to reduce the sensitivity of movement detection. Set up
an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered
by a swinging tree in the breeze.

Click and move the slider control to the right to increase interval
time so that the alarm will only be triggered when the movement lasts
longer. Move to the left to reduce the interval time.

To detect Foreign Objects, you have to define a
detection zone and define the size of the object you want to detect.
Left-click and drag the mouse to draw the detection zone (Region 1).

After defining the detection zone, select and then
left-click and drag the mouse to indicate the size of the object you want
to detect.
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Event - Missing Object

Hint: For instance, if you want to prevent somebody from removing the
computer monitor on the desk, draw an area that fits the size of the
monitor on the screen.

Alarm Event Configuration

Basic Advanced i

—Alarm Event Option ——— - Video Preview

Sensitvity,. —— F——
Interval: —_—f—

[T lgnore Lighting Change

~Region Definition
¢ Define detection zone

€ Defing ohject size
Clear

Start Simulation ]

| Ok | [ X Cancel ]

Start Simulation: Click the Start Simulation button and test the function on
the preview screen.
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4.1.6 Event - Lose Focus

This function alarms you when any of the cameras is losing focus and has
blurimage.

"Alarm Event Configuration ﬁ

Enable Event \ Basic | aqvances
™% Enavie Event

r Life Cycle

+ Automatic cancel event when event disappear

Life Cycle

= Wanual cancel event or event last triggered

— Activated Period
/5' Always Activated

" Activated only in the following period

Activated Period / |

=

’,/ OK Hx Cancel ]

Basic Setting
Enable Event: Check the box to activate.
Life Cycle

Automaitically cancel event when event disappears: the alarm/action
will be off once the abnormality is fixed or ends.

Manually cancel event or event continues triggered: The alarm/action
will continue until being canceled from the Main Console (Start>Open
Event Report>Cancel All Events). The user currently not at the seat
watching the screen will be notified by the alarm.

Activated Period: You can set up the system to react during a certain time
period; for example, office hours
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Alarm Event Configuration @

Basic Advanced

Alarm Event Option Video Preview

Sensitivity. ——— F——

Interval: e

[+ Ignore Lighting Change

Start Simulation

[ ok ][ x cancel |

Click and move the slider control to the right to increase
sensitivity so that a relatively small movement will trigger the alarm. Move
the bar to the left to reduce the sensitivity of movement detection. Set up
an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered
by a swinging tree in the breeze.

Click and move the slider control to the right to increase interval
time so that the alarm will only be triggered when the movement lasts
longer. Move to the left to reduce the interval time.

Check the box to avoid alarm being set off by light
changing.

Click the Start Simulation button and test the function on
the preview screen.
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4.1.7 Event - Camera Occlusion

This function alarms you when any of the cameras is blocked.

Alarm Event Configuration 7

Enable Event \ e —

\37 Enable Event

-Life Cycle

@ Autormnatic cancel event when event disappear

Life Cycle

" Manual cancel event or event last triggered

- Activated Period

i Always Activated

L~ Activated only in the following period

Activated Period/ 5 = 5 [mor =

= =l

[../ oK l [x Cancel ]

Basic Setting
Enable Event: Check the box to activate.
Life Cycle

Automaitically cancel event when event disappears: the alarm/action
will be off once the abnormality is fixed or ends.

Manually cancel event or event continues triggered: The alarm/action
will continue until being canceled from the Main Console (Start>Open
Event Report>Cancel All Events). The user currently not at the seat
watching the screen will be notified by the alarm.

Activated Period: You can set up the system to react during a certain time
period; for example, office hours
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Alarm Event Configuraiion

Basic Advanced

Alarm Event Option Video Preview

Sensitivit:. ——— F——

Interval e ——

[ Ignore Lighting Change

Start Simulation

[v ok | [ X Cancel |

Click and move the slider control to the right to increase
sensitivity so that a relatively small movement will trigger the alarm. Move
the bar to the left to reduce the sensitivity of movement detection. Set up
an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered
by a swinging tree in the breeze.

Click and move the slider control to the right to increase interval
time so that the alarm will only be triggered when the movement lasts
longer. Move to the left to reduce the interval time.

Check the box to avoid alarm being set off by light
changing.

Click the Start Simulation button and test the function on
the preview screen.

page-



Intelligent Surveillance Solution

4, Guard

4.1.8 Assign a POS Event

Select Event

Step 1: Select a @POS from the list and
click the insert event icon.

Step 2: There are five types of events:
Transaction Start, Transaction End, Open

Event Type
Transaction Start
Transaction End
Open Cash Draver
Connection Lost
User Defined 1
User Defined 2
User Defined 3
User Defined 4
User Defined 5
User Defined 6

Diescription

A transaction starts

& transaction ends

Cash Draweer is opened
Connection Lost

User defined event rule 1
User defined event rule 2
User defined event rule 3
User defined event rule 4
User defined event rule 5
User defined event rule 6

A

[

Cash Register, Connection Lost and User

Defined. Select the event you want

the Event Type list, and then click OK.

&)

!

& Transaction End - Detect any

L LA T

1
=a

e
=9

POS box and Main Console syste

on

V4

oK | [X Cancel ]

. Transaction Start - Detect any transaction beginning

transaction ending

) Open Cash Register - Detect any cash register opening
User Defined - Detect any condition which is defined by user
Connection Lost - Detect the connection abnormal event between

m.

Step 3: Configure the setting of the Event Type. Please refer the User

manual of POS for detall.

4.1.9 Event - Digital Input Event

A Tvent and Actiion Configuration X
Event Action
v 0K
L =
=G CAMOL Carmera 1 Action Options X Cancel
'®. General Motion
Gk CAMO2 Camera 2
OF CAMOZ Camera 2
OF CAMD4 Carmera 4 Select Digital Inpnt Module
Ste p l EafDigital Input
[#] card1 nput:o 1/0 Module Input Pin i/ OK
[3] System cardl 1 (switch)
’;aﬂ/ b
cardl 3 (Input 3}
cardl 4 (Input 43
cardl 5 (Input 53
cardl & (Input 6)
Ste p 2 cardl 7 (Input 73

Step 1: Click and highlight Digital Input on the event type list, and click the

Insert Event icon.
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Step 2: Select the device that is connected to your system, that is, the PC
you are working with.

Basic Setting i
Enable Event: Check the box to activate. S
Life Cycle
)  Autoratic cancel eventwhen event disappear
Llfe CyCle @ Manual cancel event or event last iriggered

- Activated Period
& Always Activated

Automatically cancel event when event bt patiag
disappears: the alarm/action will be off [eos = w [Rw =

once the abnormality is fixed or ends.

Manually cancel event or event
continues triggered: The alarm/action
will continue until being canceled from the Main Console
(Start>Open Event Report>Cancel All Events). The user currently not
at the seat watching the screen will be notified by the alarm.

) (X cwa )

Activated Period: You can set up the system to react during a certain time
period; for example, office hours
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4.1.10 Event - System

]
~Event Action
/m‘ - ‘ W 0K
3 = o | i T S v
EH 4 CAMO1 namel Action ‘ Optiohs | X Ccancel

'@, General Motion
- Gk CAMOZ namez
.l Gereral Motion
E|’LT-" CAMO3 name3d
Ste p 1 ;E & General Mation Event Type | Description |
Disk Space Exhausted Disk space is exhausted
Systemn Health Unusual High CPU ternperature or low fa...

Step 2 T

Step 1: Click and highlight Digital Input on the event type list, and click the
Insert Eventicon.

Step 2: There are two events. Select the event you want to detect.
Disk Space Exhausted

This function alarms you when disk space is exhausted.

Basic Setting

Basic

Disk Space Exhausted

Enable Event: Check the box to activate. % Ensie e
- Life Cyel
¢ Automatic cancel eventwhen event disappear
Llfe Cycle & Manual cancel event or eventlast riggered
[~ Activated Period
) & Abways Activated
Automatically cancel event when event  ctvated iy n e ollowing g
disappears: the alarm/action will be off [ = v e

once the abnormality is fixed or ends.

Manually cancel event or event v ok | x cane
continues triggered: The alarm/action
will continue until being canceled from the Main Console
(Start>Open Event Report>Cancel All Events). The user currently not
at the seat watching the screen will be notified by the alarm.
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Activated Period: You can set up the system to react during a certain time
period; for example, office hours

System Health Unusual

This function alarms you when high CPU temperature or low fan speed.

Alarm Event Configuration

Basic Advanced |

Current Status

— Current Status

CPU Temperature:  MNis

\ Fan Spead: (N7

—Options
Advanced setting

Options

Temperature Format: * Celsius
" Fahrenheit
Current Status: Show you the
current CPU temperature and
fan Speed. Low fan speed alarm at: i’ 1000 RPM

High temperature alarm at: ﬂ 705

Option: Check the temperature
format Celsius or Fahrenheit and
adjust the high temperature
alarm at what temperature
degrees and low fan speed v 0K \ X Cancel |
alarm at what RPM.

Basic Setting

Basic |Advanted

System Health Unusual
Enable Event: Check the box to activate.  Enle et
[ Life Cyel
" Automatic cancel event when event disappear
Llfe CyCle & Manual cancel event or event last triggered
[ Activated Period
. 1 Always Activated
Automatically cancel event when event ¢ Aetaled aniin e allwing eriod
disappears: the alarm/action will be off B = =
once the abnormality is fixed or ends.

Manually cancel event or event ok | X cance |
continues triggered: The alarm/action

will continue until being canceled from the Main Console
(Start>Open Event Report>Cancel All Events). The user currently not
at the seat watching the screen will be notified by the alarm.
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4.2 Action

Insert Action: To setup actions responding to an unusual event.

4\ Event and Actiion Confignration

Event Action T,
B - W : ;
Ste l ] = G4 CAMOL Carnera 1 Action Options X Cancel
p .0, General Mation [on Screen Display

OF CAMOZ Carmera 2
PRIV STe el Scleot Hotification Action

Ok CAMO4 Carnera 4
[#] Digital Input Deseription
I£3) System Y Sound Play Sound
B send EMail Send EMail
Phane Call Phaone Call
=11 +3+PTZ Preset Go PTZ Preset Go
'@'Signal Digital Output Signal Digital Qutput
Step 2
~'\

Step 1: Choose an event and click the “Insert Action” icon.

Step 2: There are 6 types of actions: On Screen Display, Play Sound, Send
E-mail, Send SMS Message, PTZ Preset Go and Signal Digital Output. Select
the action you want on Action Type list and then click OK.

Step 3: Configure the setting of the Action Type if needed.
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4.2.1 Action - Action Type

4.2.1 Action - Assign a action type

Insert Action: To setup actions responding to an unusual event.

- Event - Action - ez
- : Ok
I e | 6 i W ‘
— G CAMOL Camera 1 Action Options X Cancel
Ste p l .0, General Mation Hon Sereen Display
[#] Digital Input s o
& system - =
Laction Type | Description |
EI]On Screen Display 0n Screen Display
L S=ePlay Sound Play Sound
B Send E-Mail Send E-Mail
Phaone Call Phaone Call
+5PTZ Preset Go PTZ Preset Go
Step 2 oo D1jDO

BdSend a SMS message Send a SMS message
Bdsend to Central Server  Send ta Central Server

= & FTe Send snapshot to FTP
\ %" Popup E-Map on Event  Popup E-Map on Event

\

o 0K | x Cance||
T T

Step 1: Choose an event and click the Ed “Insert Action” icon.

Step 2: There are 10 types of actions, Select the action you want on list
and then click OK.

1. On Screen Display

2. Play Sound

3. Send E-mail

4. Phone Call

5. PTZ Preset Go

6. DI/DO

7. Send a SMS Message

8. Send to Central Server
9. Send snapshot to FTP
10. Popup E-Map on event.

Step 3: Configure the setting of the Action Type if needed.
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4.2.2 Action Type - On Screen display

- A red warning will be flashing on the screen of Main Console,
indicating which type of unusual event is detected.

Step 1: Select the “On Screen display” action and then click OK.

Step 2: The responding window will popup to Selected Camera. Click the
“On Screen display” indicator to modify the setting.

Camera: Display the camera
applied to this action. Camera Auto popUp |

8 camol Cami [z =

Auto popup: Click the Auto popup
column and select the expected
monitor for popping up the event.

Displayed text: You can follow the S
default setting to show the event @ e O

type, or enable “Customized Text” to € Custarnized Test
define the text as your preference.

v 0K | X Cancel|
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4.2.3 Action Type - Play Sound

- Sound alarm warning. The system will play the sound as alarm when
an unusual event is detected.

Step 1: Select the "Play Sound”

RO I_)wave j = £ B2+

action and then click OK.

19| Alarm] e
] dlarm2 waw
S inlpEa s || Doghark way
. . 5 & 1 Phone. was
Step 2: The responding window © ||
. _E 14| Sirenl way
will popup to Choose a Wave

file (wav) from. Click the “Play sl

|4 Biren3 waw

Sound” indicator to modify the %%ﬂ
setting. .
i LA
A [ | =l Bro |
AR |Wave Files (¥ v LI Huig |

4.2.4 Action Type - Send E-mail

-The system will send an E-mail immmediately to given accounts
indicating the type of event, the time, and attaching a picture
taken while the event is detected.

Step 1: Select the “Send E-mail”

action and then click OK. Name [E:Mail Address I
BT xxxx . COom
OF oo i@, cam

Step 2: The responding window wiill
popup to Select Contactor (You
can choose one more contacts at
once). Click the “Send E-mail”
indicator to modify the setting.

Edit Address Book v OK | X Cancel|
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Edit Address Book: You can insert the contact information at this panel.

Address Book I

Please inputthe name and contact information

Name'l Phone: E-Mall: |

Description: I

Add | Clear | les i | RErmove) |

Contact persons

Marne | Phone | E-Mail \ Description \

v 0K X Cancel

Note: To give the system the E-mail accounts, go to Config > Setup >
Hotline. See Configuration at page %?1! LES ”t%;%g - for detail.

4.2.5 Action Type - Phone Call

-The system will call a given phone number when an unusual event is

detected.
Name | Phone Mumber |

Step 1: Select the “Phone Call” BT oo 100000000
action and then click OK.
Step 2: The responding window wiill
popup to Select Contactor (You can
choose only one contact at once).
Click the “Phone Call” indicator to
modify the setting. Edit Address Book v oK ‘ K cancel ‘
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Edit Address Book: You can insert the contact information at this panel.
The panel is the same as the one in “Send E-mail” action.

Note: To setup the phone number and make an audio record for the
phone call, go to Config > Setup > Hotline. See Configuration at page %

wU it EAFF - for detail.

4.2.6 Action Type - PTZ Preset Go

- The PTZ (pan/tilt/zoom) camera will go to a preset point or auto
patrol when an unusual event is detected.

Step 1: Select the “PTZ Preset Go”
action and then click OK.

Step 2: The responding window wiill
popup to PTZ Camera Preset Go.
Click the “PTZ Preset Go” indicator to
modify the setting.

Step 3: Set the action of cameras
which you want to trigger by events.

For example: Please follow below
steps to setup this function.

. Set the action of camera 1:
1. Choose camera 1.

P'IA? Camera Preset Go

1.

Camera: | CAM14 (camera 3 - | IF Camera

Start

2 Ll &+ Preset

" Patrol

|1

= [

Life Cycle

°| = Stop PTZ action when event disappear

" Keep PTZ action second

End

2 f| = Preset

" Patrol

| =

The end preset go will take second

[ g ]

Clear ]

Camera | Start

| Life Cycle | End | End Preset Go

[\/ [o]"s ] lx Cancel ]

2. Set the start, end preset points.

3. Select the Life Cycle.
4. Click on Add.

. Set the action of camera 2:
5. Choose camera 2.

6. Set the start patrol and end patrol.

7. Select the Life cycle
8. Click on Add.
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9. Finally click on Ok to save all setting of cameras.

Note: Configure your PTZ camera before using this function. See
Config at page %?&! )% ”Q‘—_%T:El}ga;: - for PTZ camera configuration.

Select Digital Input Module

4.2.7 Action Type — DI/DO

I/ Module | Tnput Pin
Levelone WCS-20.., 0 (Input 0)
AXIS 214 (192.16... 0 (Input O}

- To trigger Digital input/output devices
those connect to the system, such as
alarm lights and sirens.

Step 1: Select the “DI/DO” action and then I iy etz e 13 ot [T

click OK. v 0K | x Cancel|

Step 2: The responding window will prompt user to Select Digital Input
Module. Click the “DI/DO” indicator to modify the setting.

Step 3: Select the device that is connected to your system, that is, the PC
you are working with. You can enable the Automatically popup I/0
control panel check box to obtain the correspondent panel to monitor
the I/0 status.

Hint: You should adjust the setting of I/O

device in Config>Setting>l/O Device first, the o )
I/O control panel will display the device status MY SR
based on it. You can also adjust the size of the ® O

Input 0 Qutput 0

panel by dragging a mouse or click the =I5
on the right top of the display window.
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4.2.8 Action Type —Send a SMS message

- The system will send a SMS message immediately to given
accounts indicating the type of event, the time.

Step 1: Select the “Send a SMS message” action and then click OK.

Step 2: The responding window wiill

popup to Select Contactor (You can e TPhons Tmber [
choose one more contact at once). g oo

Click the “Send a SMS message”
indicator to modify the setting.

Edit Address Book: You can insert the
contact information at this panel. The
panel is the same as the one in “Send
E-mail” and “Phone Call” action.

Edit Address Book v 0K | X Cancel|

Note: To give the system the GSM modem, go to Config > Setup > Hotline.
See Configuration at page %?{! r}!.]ai ﬂ__%?;g - for detail.

4.2.9 Action Type — Send to Central Server

- The system will send a Event to Central Server.
Step 1: Select the “Send to Central Server” action and then click OK.

Note: The detail please refers the user manual of Central Management
System.
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4.2.10 Action Type — Send snapshot to FTP

- The system will upload a snapshot immediately to FTP site.
Step 1: Select the “Send snapshot to FTP” action and then click OK.

Note: To give the system the FTP server, go to Config > Setup > Hotline.
See Configuration at page éﬁ?{! r}l.]:} ?\L;%?;g - for detall.

4.2.11 Action Type — Popup E-Map on Event

- The system will auto popup E-Map window and show the assighed
map and indicator.

Step 1: Select the “Popup E-Map on Event” EErEees
action and then click OK.

Map Layer: IFIower j

Indicator: ICam1 j

Step 2: The responding window will popup
to Popup e-map on event. Click the

“Popup E-Map on Event” indicator to v ok | X cancel |
modify the setting.

Step 3: Select the Map Layer and Indicator, and then click OK.

Note: To edit E-Map, see Configuration at page 128 for detail.
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5. Configuration

SavefLoad Configuration

Counting Application

Log Wiewer
Backup

Metwork Service

About MainConsole. ..

Config % setting
Modify the setting and access counting SavefLoad Configuration
application, log viewer, backup, and & Counting Application
network services. Click on the Config Log Viewer
icon, select from the drop-down menu éan:kup

and open the Configuration panel.
Metwork Service

Ahout MainConsale..,
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5.1 Setting - General

Startup

DDNS Service

.
General | Camera | 110 Device | PTZ Config | Hm\inel UserAccauml Address Eloukl MonitorD\splayl
tari. - Slorage - Status Displa
I~ Main Console o = X F @ [¥ Current Date
I Schedule Recording Systerm ¥ CurrentTime
™ Smart Guard System ¥ Free Disk Space
™ Counting Application ¥ CPU Temperature
™ Live Streaming Server & Celsius Degree
I~ Remote Playback Server ¥ Autormatic Recyele £ EtisitEni Brles
[ 3GPP Semer Recycle Range |6 haurs hd [¥ CPU Fan Speed
[~ Auto Login [~ Keepvideo |/ davs I~ User Defined Text 1
WUserAccount ¥ Keep Event Log 7 days
Panel ReSO|UtIOn\ o ¥ Keep BystemLog |14 days [~ User Defined Text 2
[““Panel Resalution |Auto Fit ¥ ¥ Keep Counting Log |90 days
DDNS Service [ Audio Previews ————— -Aulo Rehoot
Default Chanrel  [(NotUsed) = R
Ewery |Diay Y
I~ Automatically popup event report I Preview Active Channel i
// Volume ———————— J— at [12:00 Al T
p p p v 0K X Ccancel

5.1.1 Startup

Check the box and activate the functions as the system starts. You may
start/stop the function in Monitor panel on the Main Console.

Panel Resolution: Set up the resolution of the control panel. You may
select Auto Fit to have the system choose the best one for you.

DDNS Service: Dynamic Domain Name

Server (DDNS) function allows you to use

Live View or Web View to connect to
the Main Console through Internet
event if you have a dynamic IP address

Click on the DDNS button to obtain the
Dynamic DNS Setup panel. Set up the

DDNS function by selecting

the provider

type, filling in user name, password and
hostname, and adjusting the update

period.

Dynamic DNS Setop

Provider

|DtDNS

User name |

Password |

Host name |

Update period — 4+

16 minutes

|

OK ] lx Cancel l

5.1.2 Automatically Popup Event Report: Event report dialog
automatically popup when events been detected. Make sure to stop
Smart Guard System before you modify the setting, otherwise the
modification will not take place.
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(Er

x|

General | Carmera | 110 Device | FTZ Config | Hotline | UserAcmunt' Address Ennk' MnmtnrDlsplav'
Statup——————— | Storage ~Status Display ——————————
™ Main Console Location & X + 8 W Cutrent Date
[~ Schedule Recording System C:\Program Files| ¥ Current Time | !
™ Smart Guard System — T Fraa Disk Space
™ Counting Application ¥ CPU Temperalure I
L]
[~ Live Strearming Server M
/_
[ Remote Playhack Server ¥ Automatic Recycle " Fahrenheit Degree
I 3GPP Semver Recycle Range |6 hours v] ¥ CPU Fan Speed
st Betied Tox
[ Auto Login [~ KeepVideo |7 days T User Defined Text 1
LserAccount: ¥ Keep Event Log 7 da I
Fassyword ¥ Kaep Gyster Log |14 3 —] [ User Defined Text 2
Panel Resolution |Auto Fit o v Keep Counting Log |90 day:
\\\ ‘\
DONS Service #udia Preyi A TS
Defadit Channel  |MotUseqy = [” Enable Auto Reboo -
i i Eve Diay T
I Automatically popup event report I™ Preview Active Channel n \
yolume J— at [12:00 Am T
v 0K X Cancel

5.1.3 Storage

Storage

Location
Automatic Recycle
Keep Video

Keep Event Log
Keep System Log

Keep Counting Log

Location: Assign the default folder (you can setup several directories for
storage) for the system to store all data files. Recommend not to save in
system HD (C:\) to avoid PC efficiency drop when free storage is low.

Automatic Recycle: The system will automatically delete out-dated data
to save storage space.

* Recycle when disk space is: Set the standard limit to let the system
recycle automatically.
-Less than__MB: The system will start to recycle if the disk space is less
than the indicated number.

Note:

1. The system will detect the storage space of default location firstly, if
the default storage space is exhausted, the video will be stored to
the next directory.

2. If all the status of locations exceeds the storage rule, the system wiill
start recycling in an hour progress.

Only keep video for: Delete the video records that are older than the
number of days set.

Note:
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1. If the default storage spaces exhausted (disc space is less than
1200MB), the system wiill start to S
recycle by hourly period. ~EventLog

 Keep event log within interval of videa files

ly_ days

* Log Recycling: Click the button to obtain  ssemes
i Keep systern log within interval ofvideo files

the Advanced Recycle Setting panel. Set | ., 0 [ e
the days that you want to keep the

—Counting

event or Keep a” event |OgS Wlthln ¢ Keep counting log within interval ofvideo files
. . . i+ Keep counting log for a0 days
interval of video files.
—POS Transaction
1. Event Log: Delete the event log data e ——
that is older than the number of days  Keep PO tansactin or [30 days
Set —Resource Report

" Keep resource repor within interval of video files

2. System Log: Delete the system log data  Kesp esours regontor [3T tays
that is older than the number of days
set.

3. Counting: Delete the counting application data that is older than
the number of days set.

4. POS Transaction: Delete the POS transaction data that is older than
the number of days set.

5. Resource Report: Delete the Resource report data that is older than
the number of days set.

v 0K | X Cancel‘
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x
General | Camera | 110 Device | PTZ Conflg | Hotline | UserAccnunt' Address Ennk' MnmtnrDismav'

starp siorag  Siatue Dicpld7 Status Display

[~ Main Console loeaton iR ¥ Current Date
I~ Schedule Recording System

(CProgram Flesh f Gurrent Time

I~ Smart Guard System ¥ Free Disk Space

I~ Counting Application

¥ CPU Temperature

[~ Live Streaming Server & Celsius Degree
[~ Remote Playback Server Iv Automatic Recycle € Fahrenheit Degree
[~ 3GPP Server Recycle Range IE hours - ¥ CPUFan Speed
[ Auto Login ™ KeepVideo |7 days [~ UserDefined Text 1
Uer Aceourt I ¥ Keep EventLog |7— days
Faseyinrd! Ii ¥ Keep System Log |14 days [ UserDefined Text 2

Panel Resolution IAuIU Fit i ¥ Keep Counting Log |90 days

DDMS Service rAudio Preview——————————————— = Rehnat
) Default Channel  [(NotUsed) = I” Enable Auto Reboot
Eve Day i
[~ Automatically popup event report I Preview Active Ghannel ¥

Volume -—J— at [12:00 AM >

Audio Preview

v 0K X Cancel

5.1.4 Audio Preview

Default Channel: Select the audio channel that you wish to hear from
in “Default Channel.

Preview Active Channel: Check the “Preview Active Channel” option
to hear the audio from selected video channel on Main Console. The

default channel plays if the video channel isn’t selected.

System plays the audio of default channel

System plays the audio of left-top selected
channel

Volume: Adjust the volume with the “volume bar.”
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5.1.5 Status Display: Check the boxes of the information that you wish to
see in the information display window in the Main Console.

2009/10/08
17:18:59

14. 7Mbps

thing

* Advanced Setting: Click the button to
obtain the Advanced Setting Panel to

~Temperature
¥ GPU Temperature
& Celsius Degree

select Temperature, Fan Speed, System € Fahrenheit Degree
oy . |7 othernoard femperaiure
Resource and Network Utilization N st beges
information you wish to display. £ FaenneiiDegree
~Fan Speed

¥ CPU Fan Speed
¥ Power Fan Speed

~Bystem Resource

¥ Total CPU Loading
¥ Total Memory Usage

~Netwaork Utilization
¥ Total Upload Bitrate
[¥ Total Download Bitrate

v 0K ‘ X Cancel|
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! Setting

General Camera IUO De\m:e} PTZ Config ‘ Hulhnel User Account | Address Book | Monitor Display

M Search {5 Insert Mg Delete | 4 Config

& Ccamll Main Gayd
J7ICAMDZ Driveviay |
& [ CAMO3 Pog)

& CAMO4 Bfom A
&, camMo5/Room B
& Ccandis Back Door

Camera Parameter 08D Setting
Driveway I Enable

v ShowDate |2007N0122 =
IV showTime |PM0E:33:00 ~

v Show Camera Mumber

Samera Solngs [~ Show Camera Mame
Video Parameter ¥ Translucent Apply All

« OK K Cancel

Four function buttons will be included in the Setting/Camera panel if you
have our Hybrid Surveillance System license for IP camera.

Click on the Search icon to
obtain the Search IP Camera panel. The
system will start scanning automatically
once the panel is opened; feel free to
stop scanning by clicking on the Stop
Scan button.

Fill in the user name and password for
each IP camera found and click OK to
add it to the camera list.

Search [P Cameras ®|
IF Camera Search Completed Btarl Ban

[w Virehe Moxid MAC
Oim.1eanies  F P01 000800002148

IF Carnara Option
Camera Harme |
User Mame:

Pagwword

v ok || X cancal |

Click on the Insert icon to obtain the IP/Video Server Setting panel
and add IP cameras to the list. See page 10 for details.

Click on the delete button to remove the selected IP camera(s)
from the system. Click OK to finalize the modification.

Click on the Config button to obtain the IP/Video Server Setting
panel. You can modify the IP camera settings with the Setting panel. See

page 67 for detalil.
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" setiing

General Camera IIJO Dew’ce} PTZ Canﬁgl Huthne] UserAccounil Address Book | Monitor D\splay.

W Search fjlnsert Mg Delete | [#4 Config

&E, CAMO1 Main Gate

45 CAMO2 Driveway
£1CAMA3 Pool |

&5 CAMO4 Room A

& CAMOS Room B

&5 CAMO6 Back Door

Camera Parameter QS0 Sgiting

[pnm [¥ Enjible

¥ Shiw Date |2007/01/22 -

Iv Shiw Time |PI07:30:00 el
Goto Web Interf:
o leh FRerace v Shhw Camera Number

Camera Seftings [~ Shhw Camera Name

[J 0K ] I)( Cancel]

The camera(s) connected to the system will show on the
panel, click the name of the camera to adjust the setting.

Name the camera for your convenience.

Go to Website interface to configure the camera
setting (option).

,cmm Settings 1 ’camgra Settings 1
Set Image Qualiy Ing: Oialiw t & Motion JPEG ¢~ MPEG4

th-r-fe Cadmbera parameter Frame Rate: ——————— J 30 Frame rate: |20 -

O ere y Camera Quality: _J_ Mormal Resolution: |640x480 -

Vendor. IIIII Compression: T L, 20

Resolution: —— F—— Mormal ' '
""" Rotate image: |0 -
. . y - : Audio
Adjusts the video’s [/ ok ] [X cancel | ¥ Enable o

brightness, contrast,
saturation, and color hue values.

[ ok | [x cancel |
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5.2.3 OSD Setting: Select the information that you wish to see in the
on-screen display, or the sub-screen of the camera.

5.2.4 IP Camera / Video Server Setting panel

IF Camera f Video Server Setting

Network =T
Mame: J
IP Address: | . ; . [~ Use DS
Hitp Port: |60
User Marme: J
DeVICe Pazzword: J
Protocol: CTCR ¢ UDE & HTTE
Device .
‘“endor: Fine j Auto Detect
. e Fi F2 Fa FAd
Description \ Es Ew Ly =i
f—
- Description
Yideo Codec:MJPEG MPEGA
Audio Codec: ADPCM
Camera: 1, D12, DO:2
l./ Ok ] [x Cancel ]

Network: Fill up the Network field (including Name, IP Address, Http Port,
User Name, Password and Protocol) referring to the instruction provided
by the camera manufacturer. Check “Use DNS” to use domain name
instead of IP address.

Device: Choose the IP camera manufacturer from the drop-down menu.
Click on “Auto Detect” and the model name will show in the box.

Description: Show information of the IP camera.
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: : Device Settin
5.3 Setting - I/0O Device 9
! Setting
General ] Camera VO Device ]PTZ Config ] Huﬂlna] Usem:cuum] Address Eluokl Mojhitor D\Sp\aﬂ
I/0 Device Setting - il Digital input/output ping of selected /0 module
/ Module: |Fool Hame: | I Type: | =]
Modify
Device I _J Pin Name l Signal Type
: DIO Input 0 N/
D - DIL Input 1 Njo
DI2 Input 2 N/O
L ! DI3 Input 3 N/O
. DOO output 0 N0
Module Setting Hodue _ Device [ I 56 oumis o
E Main Gate 1P Camera Doz output 3 n/o
/ ol o comere
List of devices
Digital Input Monitor - 1 Digital Quput Simulation
ft
P L eoce
Input Monitor
7 o

Output Monitor

Module Setting: Name the module device and ID that has been
connecting the digital input/output device(s) to your system.

Device: This column displays the device(s) already installed to the system.
ID: Select the number of the I/0 port to which you plug the ribbon cable.

Input Monitor: The device(s) is turned on if the dot is in red. By triggering
the digital input device, the related icon will light up. This is used to check
if the device is correctly connected or not.

Output Monitor: The device(s) is turned on if the dot is in red. By clicking on
the icon, you may trigger the digital device connecting to the system. This
can be used to test if the output device is correctly connected.

Device Setting
Name: Insert the name of the device (input and output).
Type: Select the device type from the drop-down menu.
N/O: Normal Open.
N/C: Normal Close.
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5.4 Setting - PTZ Config
T Setting &3

General] Camera] I/0 Device PTZ Config ]Hotllne] UEerAccoum] Address Eook1 Monitor Display
Basic Setting r— - Basic Sefiing
ain Gate
CameraModel [P camera  v]

& CAMO4 Room A Com Port ]ﬂ
& CAMOS Room B
& CAMO6 Back Door S l—j
Advanced Setting e —
—_—
Advanced Setting
Pan Speed —fl— 1},
TitSpeed: ——— f—— 0
Zoom Speed e [ )
Auto Pan Speed —tr 3

[‘/ OK ] [x Cancel]

Install PTZ cameras following the instruction of the camera manufacturers.
A PTZ camera is usually connected to the PC with RS-485/RS-422.

Check the box on the camera list to activate the PTZ control function of a
PTZ camera.

Basic Setting: Select the camera model, com port, baud rate, and
address according to your PTZ camera.

Advanced Setting: You may setup the pan speed, tilt speed, zoom speed
and auto pan speed. Adjust the settings by dragging the bars.
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5.5 Setting - Hotline

) x|
General | Camera I 10 Dievice I PTZ Config  Hotline | UserAccnunt' Address Elnnkl Manitar Displa\rl
- E-Mail ~Telephone

*8MTP Server:  [finesstv.som woern: R - |
*E-Mail Sender: Iffaﬂk@ﬂ”ECCW tom Wave File: I L
E-Mail Subject I Automatic hangup after IBU_ sec

ELcy [ Make Test Phone Call

Phone Mumber. |
[ Dial Hang Up

[~ SMTF server needs authentication

User Account: |
Passward: I

Send Test Mail

v 0K | X Cance\|

Configure the settings of hotlines, including E-mail and telephone calls,
once an unusual event is detected.

E-mail: Input the following information: server, sender’s E-mail address,
E-mail’s subject title, and body content. You may click on the Send Test
Mail button to test the settings.

Telephone: Select the modem that the system is going to dial the info call
with, and then insert the phone number. (A modem is required for voice
transition.)

Note:

1. You must use a modem with voice capabillity.

2. You may select a Wave format file; it will be played in the phone to
alarm the person who picks up the phone call.

* indicates mandatory areas
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5.6 Setting - User Account

Crr E

General' Camera' o De\ncel PTZ Config | Hotline  User Account |Address Book | Monitor Display

—User Account Setting
MName Group Description

Name: I g & admin Admin Administrator
Group: |User j

Description: |

Password: |

Password Confirm: |

[~ Disable User Account

Frivilege:

Main System

Execute Main System

O schedule Start and Stop

O smart Guard Start and Stop

O schedule Setting

O smart Guard Setting

O pT1Z Control

O Ssystem Setting

O counting Application
Live Streaming Server

O Rremote Playback Server

(] Playback M

Add

[« OK | ’x Cancel ]

User Account: The administrator may manage the user accounts here.
From the list on the right, highlight each account and modify the privilege
setting.
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5.7 Setting - Address Book

"1 Setting

Flease input the name and contact information

Generall Cameral 110 Device | PTZ Conﬁgl Hotlinel User Account  Address Book |MonitorDispIay

Name: |Wichag! Phone: |555-1123125 E-Mail: |mike@notiine.com

Descn’pﬁnn:l

Clear H Modify “ Remave ]

Contact persons
Mame Phone E—Mai\ Description
B Michael 555-1123125 mike@hotline.com

[,/ oK ] ’x Cancel]

Address Book: Manage the address book from which you may send out a
phone call or an E-mail when an unusual event is detected.
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5.8 Setting — Monitor Display

Playback Option Cameras List
I Setting
General | Carpéfa | 10 Device | FTZ Config | Hatline | Usgr#®Count | Address Bgbk  Menitor Display
I~ Run Playback on Secendary Monitar
Primary | secondary |
& 01 Main Gate ” & 01 Main Gate 7 Auto Scan
& 02 Driveway &P 02 Driveway ]‘m AUtO Scan
& 03 Pool & 03 Pool Primary Channel (Not Used}
& 04 Room A “E 04 Room A Secondary Channel | (Mot Used) =
‘& 05 Room B 4§ 05 Room B
# 06 Back Door Auto-scan Interval |2 sec 1 Layo ut
- |
Layout

NxN Type: | 6x6 -

I~ Popup Camera on Event

Playback Option: Execute [ D‘ eI %‘ %‘ I ‘ = ﬂ‘

Playback on the secondary monitor by checking the box. Make sure to
adjust the display setting of your computer in advance to avoid system
error.

Cameras List: The left side displays a list of all cameras; modify the
cameras shown on primary/ secondary monitor in the right window.

Auto Scan: Activate auto scan to rotate the channels/ cameras on the
display screen.

For instance, you may select to show only 4 sub-screens on the main
console while having 16 channels connected to the system. With auto
scan function, you will be able to see all 16 channels by turns. You can
set up a primary channel that will always be on the screen and a
secondary channel that has secondary priority.

Layout: Choose the number of divisions for NxN division on the Main
Console screen.
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The Save/ Load Configuration
function allows system users to
save any specific setting as a cfg
(config) file. You may save up
several different cfg files at any
time.

To save a
specific setting, go to Config >

Save/ Load Configuration > Save.

In the popup window, type in the
file name and then save it as a
cfg file.

I} Setting

Save/Load Configuration

Counting Application

=l

Log Viewer

B Backup

Metwork Service

About MainConsole...

r Save

To load a specific setting, go to Config > Save/ Load
Configuration > Load. In the popup window, go to the directory that you
saved the cfg files at, select any one of them and then click OK to load
the file. Main Console will be automatically shutdown after loading a new
configuration. Please re-start Main Console manually.

MainConsole will be automatically shutdown after loading a new
configuration. Please re-start MainConsole manually.
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\t':/ Counting

Video Preview

O (& CAMO1 (Main Gate)
O & caM0Z (Driveway)
O & camo3 (Poal)

O & CAMO4 (Room A)
O 5 CAMGS (Room B) |

O [E cAM06 (Back Daor)

Operation Options Runtime Result

Moo Signal

@ Define detection zones "} Way Counting W Show counting result In: 0

" Define object size (¥ |2 Way Counting ¥ Show\object bounding box Out: 0
| Clear Spnsitivity —— U Resetevery [30mins  +
Start Simulation [\/ oK I I % Cancel I

Check the box of the camera to apply the Counting Application
to it.

In Operation section, check the option “Define detection zones”
and drag the cursor to draw Region 1 and Region 2 on the Video Preview.

In Operation section, check the option “Define object size” and
drag the cursor to define the object size on the Video Preview. Objects
that are about the size be counted while going across these two regions.

1Way Counting will take objects going from Region 1 to Region 2
as one count. In 2Way Counting mode, it counts either going from Region
1 to Region 2 or from Region 2 to Region 1.

Check the boxes to show the counting result on the screen and/
or show object bounding box, which draws the shape of the object that
the system detects in red squares. You can choose from the drop-down
menu of how long you want to reset the counting number.

Click to test the setting.
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5.11 Log Viewer

5.11.1 Log Viewer - Unusual Event Step 4

Unusual Evert | gystem Log | Counter Application | Counter Application (Diagram |

COTTIR | Al = Dedeefa -
Ste p 1 Dats; [F Wovi1m00s i 2|
DatesTime: [ 11- 509 57 AM
W Ew Comesn Dexcrighon

(T 200511011 21:41:20 _Maneral Motion 1
QA 111 21410 Ganeral Motion 1
200511111 ZlATA2  General Motion 1
0SN 1PN 4233 General Motion 1
Step 2

Step 3

Unusual Event: View the history of unusual event that had been detected
by the Smart Guard System.

Stepl: Choose the type of event you want to check or select “All” from
the drop-down menu for all types of events.

Step 2: Select the camera you want to check the event(s) from or select
“All” for all available channels.

Step 3: You may view events happened on a particular date or during a
given time period. To search and view unusual event happened on a
particular date, mark the box right next to “Date” and indicate the date.

You may also point out two different time points and search for unusual
events happened during the period. Mark the box in the Date&Time
column and then enter the date and time.

Step 4: Click Search
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5.11.2 Log Viewer - System Log

, Log Feewer = EIE
Step 1 — Unusual Event  Switern Log Il:ul.'rder.ﬂml-;allun | Courfes Application [Cuagram) |
\ =
Log Type: (Al =l
|_— owe: [Elovnians « ]
Step 2 4— DatesTime: (L1 1w O Baarch
Eveat Time Evet Type Tenplan
20051111 303044 Starl Live Streaming Sener
008N 1M1 J03848 Etarl Romole Playback Sarver
20051171 20:40:50 Moty S Guded
J00S1M1 0415 Starl Sman Guard
el inb Tk I N e B e | S8op Smard Guard
2005 1A1 Z3I01 Btop Live Blrpaming Senver
2005111 33001 Stop Ramole Plaghack Sarder

/
Step 3

System Log: You can choose the log type from the drop-down menu,
following is a complete list of all log types:

Main Console Startup
Main Console Shutdown
User Login

User Login Failed
Start Schedule

Stop Schedule
Execute Recycle
Execute Backup

. Enable Channel
10.Disable Channel
11.Start Smart Guard

©CoNoO~WNE

12.Stop Smart Guard

13. Modify Smart Guard
14.Modify Schedule

15. Modify Configuration

16.Start Live Streaming Server
17.Stop Live Streaming Server
18.Modify Live Streaming Server
19.Start Remote Playback Server
20.Stop Remote Playback Server
21. Modify Remote Playback Server
22.IP Camera Connection Lost

Stepl: Choose the type of event you want to check or select “All” from
the drop-down menu for all types of events.

Step 2: You may view events happened on a particular date or during a
given time period. To search and view unusual event happened on a
particular date, mark the box right next to “Date” and indicate the date.
You may also point out two different time points and search for unusual
events happened during the period. Mark the box in the Date&Time
column and then enter the date and time.

Step 3: Click Search.
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5.11.3 Log Viewer - Counting Application

Counting Application:
Display the history of Counting Application during a given time period.

iox
Unusual Eventl System Log  Counter Application | Counter Application (Diagram) |
Channel: IAII %
Date: | 2005Movi0 = =
Date&Time: | 2005Mov /21 01:35 PM [= = | to [T 2005Mov /21 01:35 PM [+ = {Eearh

Bvent Time [ Device [ In Ot -]
20051110 02:00:00 CAMERA 1 a a

20051110 03:00:00 CAMERA 1 a a

20051110 04:00:00 CAMERA 1 a a

20051110 05:00:00 CAMERA 1 a a

20051110 06:00:00 CAMERA 1 a a

20051110 07:00:00 CAMERA 1 a a

20051110 08:00:00 CAMERA 1 a a

20051110 09:00:00 CAMERA 1 ] 2

20051110 10:00:00 CAMERA 1 10 4

20051110 11:00:00 CAMERA 1 17 13

20051110 12:00:00 CAMERA 1 8 9

20051110 13:00:00 CAMERA 1 ] 21

20051110 14:00:00 CAMERA 1 a 9

20051110 15:00:00 CAMERA 1 7 16

20051110 16:00:00 CAMERA 1 1% B

20051 1M1017:00:00 CAMERA 1 7 10

20051110 18:00:00 CAMERA 1 3 13

20051110 19:00:00 CAMERA 1 2 14

20051110 20:00:00 CAMERA 1 ¥ 2

20051110 09:00:00 CAMERA 1 a a

20051110 10:00:00 CAMERA 1 a a

20051110 11:00:00 CAMERA 1 a a =

Stepl: Select the channel you want to check or select “All” from the
drop-down menu for all channels.

Step 2: You may view events happened on a particular date or during a
given time period. To search and view unusual event happened on a
particular date, mark the box right next to “Date” and indicate the date.
You may also point out two different time points and search for unusual
events happened during the period. Mark the box in the Date&Time
column and then enter the date and time.

Step 3: Click Search.
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Display the Counting Application data in diagram format.

BRI
Unugual Eveml System Log | Counter Application  Counter Application (Diagram i
Channel: |CAMERA 1 ] Periog: [oneDay =] Date: Po0SMovD - 2
Gearch

200511710 In

0 123455?891[I1112131415151?18192021.222324

Select the channel you want to check or select “All” from the
drop-down menu for all channels.

From the drop-down menu, set up how you would like the
diagram to be displayed. You have the options of one day, one month, or
one year.

Select a specific date to make it the start point of the diagram.

Click Search.
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5.12 Backup

5.12.1 Backup

The backup function saves video record and other log information. User
may open backup files on any PC with Windows Operation System and
operate the full function Playback panel on it. Follow the instructions
below to obtain backup files.

Step 1: Click on “New Period” to obtain the Select DateTime Period panel.

EI Backup System [;]@

Backup Help

) )
| New Period

/ Start Date Time End Date Time Camera(s) Size
Step 1

Step 2: From the record date section, select the date you want to backup
from. You will see color lines appear in the time table implying available
data recorded. Red, green, and blue stands for record always, record on
motion, and record on event data files, respectively.

" alect Thate Time Poriod B

Ste p 2 ¥ Rocord Date Date Tima Fenca s e
| ]

StartTime:  |2008/ &/ 1 (201132338 & [#]Enabis Prevew

End Tumva: | 2008 &/ 1 [2l152338 (=

Saledt Camarais)

T8 1732 | 3328 4064

1[Vz Kalxe|xs|xs|x7|x8]

Record on Mation ¥ oK X Cancal
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Step 3: Select the data you want to backup by highlighting the time
period. Besides the time-table, you may also set up start time and end
time in the Date Time Period section.

Step 4: Click on the camera number icon to add camera(s) or click Select
All to add all the cameras.

Step 5: Check the box of Enable Preview to get the preview of the video
you select.

Step 6: Click OK when the settings are complete and go back to the
Backup panel.

Step 3 Step 5

¥ Rocord Date Date Tima Pensa /
! C StaftTime:  |2008/ &/ 1 (2 132328 =

End Tumva: | 2008 &/ 1 [2l152338 (=

Saledt Camarais)

T8 1732 | 3328 4064

Iv’R HI|XKa4| X5 | X6 |[X7|xE|
/Xm Kl a2 13 K 14| < 15| 18]
Selectal | Desalect s

[© e e e e e e e e, Vg ]

Step 4

<l s
Ruocord Always
Record on Motion v ok | X cancal

Step 6
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Z] Backup System mEx|
Backup Help
JFj New Period o P L) Backup |ﬂ Delete
Step 7 " Ttart Dt Time End Date Time Cameras) Size
[B2005/10/28 +F 113010 200540028 LF 11:31:52 12,34 1,429KE

Step 7: Click the Backup icon to see the size of the file.

Step 8: Choose the path you want to save the file or burn the file into a
CD (direct CD burning for Windows XP only).

Step 9: Select the log information you would like to backup (Event Log,
System Log and/or Counter Log) and then click OK.

Step 7 _ R
‘Backup
Summary
[~ P
Total backup data size: 40 960KB
Step 8 Y
Media
(%) Backup using COROM
™ (O Backup on HardDisk
Step 9 | o |

Option
Backup Event Log
Backup System Log
Backup Counter Log

./ 0K | X Cancel|
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5.12.2 Delete Recorded Information from the System

Step 1: Click on “New Period” to obtain the Select Date Time Period
panel.

FE Backup System g@

Backup Help

() New Period

/ Start Date Time End Date Time Camera(s) Sige
Step 1

Step 2: From the record date section, select the date you want to delete
the file from. You will see color lines appear in the time table implying
available data. Red, green, and blue stands for record always, record on
motion, and record on event data files, respectively.

Step 3: Select the data you want to delete by highlighting the time period.
Besides the time-table, you may also set up start time and end time in the
Date Time Period section. Step 3

T

Ste 2 B Rocord Date Date Time Penod / Video Preview
p L Stari Time: 2008/ &/ 1 (2 132328 = []Enabie Preview
EnaTime: 2008/ & 1 2 157338 |2
Salect Camarais)
18 | 1732 | 3328 | 2054
®X1[vz xalxa|xs[xs|x7|x8]
AT ] % a2] 3 13| % e 18] 3 a8]
ject Al | Daselectan
L =
1 Camerat ~
1 Camera 2
i Camora
5 camera s
i Camaras
1 cameras
B camera 7
i camera® -
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Step 4: Click on the camera number icon to add camera(s) or click Select
All to add all the cameras.

Step 5: Check the box of Enable Preview to get the preview of the video
you select.

Step 6: Click OK when the settings are complete and go back to the
Backup panel.

/ Step 5
= 3 Rocord Date Date Time Pensa \.r:%«w
B 20060601 StanTime: 2008 & 1 (2 132338 |2 Enabls Preview

End Tumva: | 2008 &/ 1 [2l152338 (=

Salect Camerais)

18 | 1732 | 33-48 | 4064

®Kalyz Xa[xa[xs[xKe|x7|x8E]
8| 0] M1l ¥az] W3] W4 18] ¥ 1e]
Selectl | Desslectan
Step 4

| 8] le v 3 5 4 T T T |

B camora 7

i camera® -
<] »

Recaid Always i

Record on Wotion ¥ 0K X Cancal

Step 6

Step 7: Click on the “Delete” icon and delete the data.
Note: the deleted video cannot be recovered.

Z] Backup System [ [f=1[% |
Backup Help
):J New Period Remove Perig M Delete
Step 7 DT End Date Time Camera(s) Size
_@2005."10&8 FF 112000 2005410428 4 11:21:52 1,2,34 1,4209KE
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5.13 Network Service

There are 3 types of network services: live
streaming server, remote playback server, and
3GPP service. From the Main Console, go to
Config > Network Service to obtain the
Network Service panel.

Setting
Save/Load Configuration »
i Counting application

Log Viewer
Backup

Hetwork Service

About ManConsale, ..

5.13.1 Live Streaming Server

When starting the live streaming function of

your computer, you allow remote users to log on to the specific computer
and view cameras that are connected to it. As system administrator, you
are able to monitor these accounts in order to maintain the system
efficiency.

Main

On Live Streaming Server panel, you can see the clients who are currently
logging on to your computer and watching the live video from the
remote side.

Start: By starting the system, you turn the computer into a live streaming
server; thus allow remote users to log on to the system.

Network Service - 0.0.0.0 E3

Wain | Black /vhite List | Performance |
Live clientcount | 0 [ kiicient ][ Kinaicients |
Streaming
= State IP Camera Bitrate {Khps)
Remote
Playback
2]
3GPP
Service
Service
@ Server Status: Running
Remote
—DESktDDr‘—/
| | Uptions
|| = EER
Start cl
entral
Management WV
4 |
v oK | ’)( Cancel ]
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Kill Client: Highlight an IP address and click on the “Kill Client” button to
block a client from your system.

Kill All Clients: By clicking on this button, you may block all the clients
logging to your system.

Stop: Stop broadcasting live stream video.

Kill Client ——o Wain | Black /vhite List | Performance |

Live kilcient ][ Kinaiciients |
Streaming ——

Camera Bitrate {Khps)

Kill All Clients = || remote

Playback

Stop —_—

Service

Server Status: Running
Maximum i :

Connections ’_
Central
f 3

Port

s |

_/

Use Default __—| L

Web server / v oK | ’)( Cancel ]

Options: You may only adjust the setting when the server is stopped.

Port: Assign a port for the clients to connect to your system to the network.

Maximum Connections: Number of connections that are allowed to
connect to your system. One camera video counts as one connection.

Use Default Web Server: Activate the Web server by checking the box;
clients will be able to watch live video via Internet Explorer. The port for
live streaming server is set to 80 by default. (*must check this item for
system access via IE)

Save Log: Save the log information at appoint folder.
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Black/ White List

Network Service - 0.0.0.0 E|
Main Black/Vhite List | Performance |
White List [~ EnableWhite List [ Enahle Black List

j%ng//
Black List — | | : ’ .

IP Address /
/

D | IPRange | Access

Add/Delete

Apply to All
Playback T4

p—
Servers P |

\\ T ]

|« ok | ’x Cancel ]

White List: Check the “Enable White List” box to activate the white list filter.
Only IP from the white list is allowed to log in.

Black List: Check the “Enable Black List” box to activate the black list filter.
IP from the black list will be blocked.

IP Address: Enter an IP address into the IP address field on the left. To add
an IP address range to the system, enter 2 sets of IP address to indicate a
series of IPs.

Add/Delete: To Add the IP(s) onto the list or remove it from the list.

Apply to All Playback Servers: To apply the setting to both live streaming
server and remote playback server.
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Performance

Total bit rate Individual Camera bit rate

Network Service - 0.0.0.0

Main

Live Total bitrate: 0.0kbps
Streaming

]

Remote
Playback

3GPP
Service

[5]

Remote
Desktop

Central
Managerent

Black fWhite List Performance

(7o ) [X caral]

Live Streaming Server log information
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5.13.2 Remote Playback Server

When starting the remote playback function of your computer, you allow
remote users to log on to the specific computer and withdraw data files
that are stored on it. As system administrator, you are able to monitor the
accounts that log on in order to maintain the system efficiency.

Main

On Remote Playback Server panel, you can see the clients who are
currently logging on to your computer and watching the live video from

the remote side.

Start: By starting the system, you turn the computer into a remote
playback server; thus allow remote users to access the system.

Network Service - 0.0.0.0

Kill Client

Live
Streaming

Main | Black rwhite List| Performance |

User Count

Kill All Clients —|

Start
\

T

Semice

Remote
Desktop

Central
Management

L

Server Status: Stopped

Qptions
— Part: | 5160

v Use Default¥Weh Server

Maximum Users: |8

v Save Log |Rem0tePIa\,rback.I0g

Kill Client: Highlight an IP address and click on the “Kill Client” button to

block a client from your system.

Kill All Clients: By clicking on this button, you may block all the clients

logging to your system.
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Stop: Stop broadcasting playback video.

Network Service - 0.0.0.0

Port

Maximum Users ~

|

Live
Streaming

3GPP
Service

Remote
Desktop

—
Central
Management

Save Log

Main | Black rwhite List| Performance |
UserCount | 0 | Kiicient || Kilaiclients |
IP Lser Bitrate (kbps)
Semice
Server Status: Stopped
Qptions
Pt | 5160 Default Maximum Users: |8
W Lge Default'weh Serer
[V Save Log |Rem0tePIa\,rback.I0g B EL
[J oK ] Ix Cancel ]

Options: You may only adjust the setting when the server is stopped.

Port: Assign a port for the remote playback server to connect to your

system to the network.

Maximum Connections: Number of connections that are allowed to
connect to the Remote Playback Server. One camera video counts as

one connection.

Save Log: Save the log information at appoint folder.
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Black/ White List

White List

Network Service - 0.0.0.0

Black List — |

IP Address —— |

Add/Delete — |

Apply to All
Playback Servers —|

=

L mote

Playback
(o] IP Range

3GPP
Service

[l

Remote
Desktop

~\%\
Central

Management

Main  Black/white List lPerformance]

Live [~ Enahle White Li ahle Black List
5 3

X

to|

Access

Apply to All Metwark Servers ]

(v

oK ] ’ X Cancel ]

White List: Check the “Enable White List” box to activate the white list filter.
Only IP from the white list is allowed to log in.

Black List: Check the “Enable Black List” box to activate the black list filter.
IP from the black list will be blocked.

IP Address: Enter an IP address into the IP field on the left. To add an IP
range to the system, enter 2 sets of IP to indicate a series of IPs.

Add/Delete: To Add the IP(s) onto the list or remove it from the list.

Apply to All Playback Servers: To apply the setting to both live streaming
server and remote playback server.
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Performance

Total bit rate Individual Camera bit rate

Network Service - 0.0.0.0

Main

Live Tatal bitrate: 0.0Kbps
Streaming

Remote
Playback

3GPP
Service

[l

Remote
Desktop

Central
Managernent

Black /White List Performance

[J oK ] [)( Cancel ]

Live Streaming Server log information

page-108



Intelligent Surveillance Solution
5. Configuration

5.13.3 3GPP Service

When starting the 3GPP service function of your computer, you allow
remote users to log on the 3GPP supported mobile phone and view
cameras that are connected to it. See Appendix A on page 110 for more
details about 3GPP Service.

Main I

Live Client Count [t}
Streaming

Remote
Fl ck

State P Camera User Agent

Start \

Service
@ Service
Remote Sener Status: Stopped

Desktop

Options
= ’
Port: | 554 Default
Central

Menagement ™ Enahle User Authentication

Port

7o ] (X o]

Start: By starting the system, you turn the computer into a remote
playback server; thus allow remote users to access the system.

Stop: Stop broadcasting playback video.
Options: You may only adjust the setting when the server is stopped.

Port: Assign a port for the clients to connect to your system to the network.
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5.13.4 Remote Desktop

When starting the Remote Desktop option of your computer, you allow
remote users to use Remote Desktop Tool to login and configuration
system. See Appendix B to install and use this tool.

Network Service - 0.0.0.0 X]

hiain l

i Opti
Opt|on Str;gniing o ,7
,7

Remote
Playback
—Authentication

Authenticaton — || S

3GPP
Service

Service

Server Status

-

Server Status

Central
Maragerment

(7o ) (% e ]

Options

Port: Assign a port for Desktop tool to login and configure system.
Disconnect idle client after (300~3600 sec): Auto discount the on-line user
who idled more than setting period.

Authentication
Enable this option would only allow admin account to use Desktop tool to
login system.

Server Status
Click on Start/Stop to turn on/off this option
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5.13.5 Central Management Service

This service only supports Central Management System (NCS). When
starting the Central Management Service option of your computer, the
Main Console would send event which set action send to central
management to NCS Server and allow NCS system to remote control 10

device.
Main ]
Client Connect e GlientCount | 0 [ kincient |[ Kinaictents |
Streaming
== State P
\=
Remote
Playback
Server Status El
3GEPP
Service
-Senice
Remate Server Status: Stopped
O . Desktop |
ptlonS Options
Port | 6170 Maxirmum Connections: | 8

’/ Ok ] [x Cancel ]

Client connect option

Client Count: Show total connect servers amount.

Kill option: Highlight an IP address and click on the “Kill Client” button to
block a client from your system. Or click on the “Kill All Clients” button to
block all clients.

Server Status
Click on Start/Stop to turn on/off this option.

Options

Port: Assign a port for NCS System to connect Main Console system.

Maximum Connection: Number of connections NCS Servers that are
allowed to connect to your system. The default is 8 NCS Servers and

maximum is 16.
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5.14 Joystick

Teonng
Parameter \ General' Camerai 1] Device] PTZCUnﬁgl Hutlinel UserAccuuml Address EIUUkI Monitor Digplay Joystick

Function \WOP CONTROLLER |

| BUfEOr==| Function ] Parameter |
Button 1 Goto Preset Paoint o B
Button 2 Goto Preset Paint 2
Buttan 3 Goto Preset Point 3
Button 4 Goto Preset Point 4

Button 5 Goto Previous Camera
Button &  Goto MNext Camera

Defau |t \ Button 7 Togdle Single Camera View
Button 8  Togdle Full Screen

E XPO rt ~ Switch Screen Layout

L Switch Active Monitor

[.,/ ok ] [x Cance\]

Function: You can choose the function from the drop-down menu for the
button of joystick.

{@" Setting
Generall Cameral i Device | PTZ Cunﬂgl Hntlinel UserAccuuntl Address Eluukl Iy

Active Joystick: ICH PRODUCTS IP DESKTORP COMTROLLER j
Button | Function | Pararmeter |
Button 1 |Gotg Preset Point j 1
Button 2 E 2
gugon 3 Goto Preset Point 3

LLLan Gota Camera
Button 5

Goto Prewious Camera
Button & 5ot Next Camera
Button ¥ |Switch Screen Lavout
Button 8 | Toggle Single Camera Wiew
Button @  |Toggle Ful Screen
Button 10 |Start/Stop Auto Scan
Button 11 |PTZ Speed Up
Button 12 |PTZ Speed Down
Zoorn Wide

Zoom Tele
Start/Stop Patrol
Switch Active Monitor

Import H Export H Default
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Following is a complete list of all log types:

23.N/A 31.Start/Stop Auto Scan
24.Goto Preset Point 32.PTZ Speed Up
25.Goto Camera 33.PTZ Speed Down
26.Goto Previous Camera 34.Zoom Wide

27.Goto Next Camera 35.Zoom Tele

28.Switch Screen Layout 36. Start/Stop Patrol
29.Toggle Single Camera View 37.Switch Active Monitor

30.Toggle Full Screen

Parameter: You can choose the parameter of the function from the
drop-down menu.

Default: You can set the default setting for the joystick.
Export: You can export the setting of the joystick.

Import: You can import the setting of the joystick
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5.15 About Main Console

Go to About Main Console to view the version of your surveillance system
and the hardware information.

Setting

SavefLoad Configuration 4

Wideo Source

EIE Counting Application
B Log Wiewer
& Backup

MNetwork Service
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mIEEIE

With the Remote Live Viewer console, remote users may watch
real-time video from remote live streaming servers.

. Select it to enable the audio
streaming on active channel.

. Select it to avoid the tearing problem
occurring in video display while increasing the CPU loading.
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[£] LiveView Setting

| Server | Group |

ServerSetting

9 Server Name: IOﬁ'me
Addrass | 142300000000

Part |5150
User Name:
PasSword:

Save Password: [

Auto lefgin: [~

I Test Server
[ add J [ Delete I l UpdatEJ

I My Company (192.168.1.16)

I\/ oK Hx Cancel l
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6.1.2 Setup Panel—Group

You may put different cameras into the same group

Step 1: Go to the Group tab of the LiveView Setting panel.

Step 2: Log in to all the servers that contain the camera(s) you would
like to put into the group(s).

Step 3: Click “Insert” to create a new group; name the group for
future reference.

Step 4: From the window at the right, highlight the camera(s) that you
would like to add to a group and then click on the “<--* button.
Repeat the process until you are satisfied with the group setting.

Step 5: Click on the Delete and Rename button to remove or rename
a specific group.

Step 6: Repeat Step 3 to 5 until you are done with creating and
setting groups.

Step 7: Click OK.
Step 1 Step 4 Step 2

Fal LiveViews Setfing

Serer  Group

Ste p 3 i nsert 95

ER=d 1oy Group AEI MR
= WVRA WB-821150U [ WWB-E2115DU
= MUR, - EP-601 EP-601
& NYR - TCP-HPS30U _ -\ TCP-HPIZOU
- I TCP-MI9120M

Delete  @5LFRename

ANAN

Step 5

[T Re-open Remate Liva Yiewer on the-2nd manitor [/ oK ” X cCancel ]
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6.2 Show Camera(s) On the
Display Screen

Select a camera(s) from the
server/ camera list on the right
and then drag it to where you
want the image to be
displayed.

On the server/ camera list,
right click on a camera to
connect/ disconnect it.

6.2.1 Log In/ Log Out: Select a server or a group and click on the log in/
out icon to access/ leave the server. You may also log in/ out from the
server by right clicking on it.

6.2.2 Server and Camera List: Display a complete list of the server(s) and
camera(s) that are added to the system.

6.2.3 PTZ Camera Control: You may control the camera view by utilizing
the PTZ camera control panel to adjust the camera’s view. This is only
available with cameras that support PTZ function.

Log In/ Log Out
(Server/ Group)

Server and Camera List

PTZ Camera Control
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Remote I/0

Playback

Snapsho

Zoom

Exit Play/ Stop / Drop Informaxjon
Display Window

Minimize
6.2.4 Minimize: Minimize the Remote Live View Console window.
6.2.5 Exit: Shut down the system or log out current user.

6.2.6 Digital Zoom: Click on the + and - signs to zoom in and out the view.

6.2.7 Play / Stop/ Drop: Select a camera/ video and click on this button
to play/stop/disconnect a particular channel.

6.2.8 Information Display Window: Display video information including
server name, video current status, and bit rate for a selected channel.

6.2.9 Playback: View playback video remotely.

6.2.10 Remote |/O: Utilize I/0O device function remotely.
- User can remote adjust the Output Pins by turning it on or off
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10 Deyvices
Click to turn
Serers: |pVR j ||:|LItFILIt piny on/off the
“Outnut” nins
Device Fin name Statns
Wh-321150D0U Qutput 0 % OFF
WE-821180DU Cutput 1 B OFF
Wh-321150DU Cutput 2 B OFF
WhB-g211500U Catput 3 B OFF
TCP-mS1200M Catput 0 B OFF
TCP-mMS1 200 Catput 1 B OFF
TCP-HP930L Catput 0 B OFF
TCP-HP930L Cutput 1 % OFF

6.2.11 Snapshot: Select the snapshot function to capture a specific video
image immediately.

6.2.12 Camera Setting

Select prefer stream type of each camera as default live view profile.

General | Server | Group  Camera | 0sD | POS | Monitor Display | Wotifcation | Jc 4| ¥

o] Liongin
E|-- localhost localhost - Camnl
-8l Cam1l — Stream Profile Info
[ TRENDret 312w (192.168.2 —
B DLk DCS-5610 (1921602 | Streamprofle: [original =

[l D-Link DCS-6100 (192, 168.2 Video farmat MJIPEG

Frame rate:
Resolution:
Quuality:

Bitrate:

Copyto...

4 | ©®

v  OK | X Cancel ‘ W
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6. Remote Live Viewer

Stream Profile Info:

Stream profile: The list would different with video input type of server
Auto:

The system will adjust the stream type automatically to fit different
screen division.

Recoded:

The system will follow the stream profile set in Main Console >Schedule
> Encoding Options.

High / Normal / Low/ Minimum / H.264 (SCB-7000s only):

The system will follow the stream profile set in Main Console > Setting >
Camera > Stream Profile.

Original (IP only):

The system will display the streaming directly form IP camera and
video server.

Copy to: Select it to copy the preferred stream profile of a channel to
all the channels in list.

6.2.13 OSD Setting

P LiveView Seting

Adjust font style of
Camera OSD on this
panel.

I¥ Enable camera OSD

General I Serverl Group | Camera 05D | POg I Monitar Display | Mofification I Joa|»

-~ Foreground

Transparency, — p—————

Fant [T Tahoma =
Size m
Color, lﬁzl
¥ Bold [V Edoge
— Backaround
Color, I ~

40

i~ Info

™ Camera Hame

¥ Date 2009/06/22 =
7 Time TF04:49:24 ¥
|+ Bitrate

Default |

Ay

v 0K | X Cancel|
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6. Rembte Live Viewer

6.2.14 POS Setting

Adjust font style of POS overlay on this panel.
General | Server I Group | Camera I gso POS | Manitor Display | Motification | Jo A I ’I

¥ Enable POS overlay
—Fareground

12

Font | Tahoma =l
Size: m
Colat; ||:| v|

[+ Bold |+ Edge

—Background

Color: I -
Transparency, — p——— 40

Default Vi)

v 0K | X Cancel|

6.2.15 Monitor Display Setting

Activate auto scan to rotate the channels/ cameras on screen.

Note:

1. Forinstance, you may select to show only 4 sub-screens on the live
viewer while having 16 channels connected to the system. With auto
scan function, you will be able to see all 16 channels by turns.

2. Each monitor support up to 8x8 layout with auto scan function to show
128 channels.
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6. Remote Live Viewer

Step 1= ceneral | Server | Group | Camera | 08D | Pos  Manitor Display | Notification | Jc 4| ¥

Monitor | Resolution [ | I
#1 1280 % 500 P | Step 2
1| Step3
AUto scan group: ICnmpan\; v|' | -
L]
Frimary channel:  [#s a1755 1s2.165 7] | | L~ Step 4
L]
Secondary channel: [ -
Auto scan interval: I2 SEC.
~ Layout Step 5
-
Mk type:  |5x5 - d

v 0K | X Cancel|

Step 1: Select the Monitor connected to the system.

Step 2: Auto scan group: Select appointed server group to activate
auto scan settings.

Step 3: Primary channel: Select appointed channel that will always
be on the screen when activating auto scan settings.

Step 4: Secondary channel: Select appointed channel that has
secondary priority then primary channel on the screen when activating
auto scan settings.

Step 5: Layout: Select the screen division of “NxN type”in Remote live
viewer panel.
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6. Rembte Live Viewer

6.2.16 Notification Setting

General | Server | Group | Camera | 05D | POS | Maonitor Display ~ Motification | Jo A I bI

— Status display

[v Show recording status
[¥ Show camera event

[V Show counting result

—Miscellaneaus

[V Popup system event

« 0K | X Cancel|

Status display:

* Show recording status: Select it to show the indicator with recording
status on monitor display.

Show camera event: Select it to show the smart guard detected
event appointed in Main Console on each channel.

Note: To execute this function, need setup on screen display as an action

of Smart Guard instant response.

*  Show counting result: Select it to show the counting result appointed
in Main Console on each channel.

Miscellaneous:

*  Popup system event: Select it to allow the System event
appointed in Main Console popping up a message to warn.
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6. Remote Live Viewer

6.2.17 Joystick Setting

Please switch to Joystick tab and the configuration is the same as on
Main console, please refer page éﬁ?{! r}l.]s} ?\L;%?ig o for details.

[ LiveView Setting

Senrer] Group ] camera ] [al=in] ] POS ] Monitor Display | Motification  Joystick ] 1)

Active Joystick: ]USB Gamepad Lj
Button | Function | Parameter
Button 1 Goto Preset Point 1
Button 2 Goto Preset Point 2
Buthon 3 Goto Preset Point 3
Buthon 4 Goto Preset Paint 4

Buthon 5 Goto Previous Camera
Button & Goto Mext Camera

Button 7 Toggle Single Camera Yiew
Button 8 Toggle Full Screen

Button 9 Switch Screen Layout
Bution 10 M/a

Import ][ Export ][ Default ]

[/ 0K ] [x Cancel ]
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7 Web View

7. Web View

Server IP
/= vieb Remote Client - Windows Internet Explorer -1=l x|
@ﬁ ~ [e] htpiyizt 2152130 (=1 ]| % | [pctome onine £l
WEE D BAY BORSE TAD HEW Google [Cl- ity (& O

W5 @ @ web Remote Client e =

Remote Live Viewer

/ Wit [ [ e [nuw -

[
A E3tE| b (B @ | & web Remate Client - Win... [« @1 Fo 055

Remote Live Viewer Remote Playback

Note: Must make sure the Liver Stream Server is enabled. Check 5.1.3
Network Service for more detalil.

7.1 Server |P: Open an Internet Explorer browser and enter the IP address
or DDNS “name” of the server followed by the connecting port.
Example: http://192.168.1.16:8080/

Note: 192.168.1.16 is the IP address of the server.
8080 is the port specified in “Use Default Web Server” in Network
Service.

7.2 Remote Live Viewer: Press this icon to use Remote Live Viewer which
functions are the same as Live Viewer. See page 96.
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7. Web View
7.3 Remote Playback: Press this icon to use Remote Playback which

functions are the same as Playback but remote server and backup
functions. See page 21.
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8. E-MAP

8. E-Map

Sl

Device
. Camera 1 Wi
. Camera 2 ‘

. Camera 4 ! S P - PR P | i
3 Cameras 2 I ' 1 nlio ¥ | .‘
L@ Camera B
. Camera 7
. Camera 8

L EF Office . |23 i N { :
: FrSo0 B9e0 5 | Ll

Carnera 3

Camera 3 {Camera)

 Operate Mode ¢ Edit Mode

Ritate Add Map

With E-Map, user can easy to find up devices. And instance
response when event happened.

To launch E-Map application, simple click on start and select
E-Map form start menu to open E-Map window.
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8.1 Edit Mode

To carry out edit function, you need to be in Edit Mode.

L e — L B—

~ Operate Mode | & Edit Mode

[ Add Map ] | Editap ]

8.1.1 Add/Edit/Delete Map

To add E-Map
Step 1: Ensure be in Edit Mode and all devices are inserted.
Step 2: Select on the icon for the map§, then click “Add Map”

button.
Step 3: Enter the required details.
Map Config
Map Image File: ]

Map Mame: ]

[,/ oK | Ix Cancel]

Step 4: Click “OK”. The map you added appears in the tree structure of
the list window.

Step 5: The map indicator appears on the left-up corner of parent map.
Drag it to the position you want.

To Edit E-Map
Step 1: Ensure be in Edit Mode and all devices are inserted.
Step 2: Select on the icon for the map#, and then click “Edit Map”
button.
Step 3: Edit the required details, and then click “OK” to save
configuration.
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8. E-MAP

To Delete E-Map
Step 1: Ensure be in Edit Mode and all devices are inserted.
Step 2: Select on the icon for the map i, and then click “Delete”
button.

8.1.2 Add/Rotate/Delete Device Indicator

To Add Indicator

Step 1: Ensure be in Edit Mode and all devices are inserted.

Step 2: Select on the icon for the map# which you want add device
indicator to.

Step 3: Before add indicator, ensure that the map you want is
displayed. Select device form list and directly drag a device to
the desired location on the map.

Step 4: The device you added appears in the tree structure of the list

window. ‘.’ Camera indicator, ; digital Input indicator,
. -POS indicator.

To Rotate Indicator
Step 1: Ensure be in Edit Mode and all devices are inserted. Select
device indicator form map or form Device and Map list. The

device indicator will make as a green ring ¥ .
Step 2: Click “Rotate” button, the indicator will rotate 45 degree.
Note: Only camera indicator allow to use rotate function.

To Delete Indicator
Step 1: Ensure be in Edit Mode and all devices are inserted. Select
device indicator form map or form Device and Map list. The

device indicator will make as a green ring ¥ .
Step 2: Click “Delete” button, the indicator will disappear form map.
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8.2 Operate Mode

: = Ma’;w;- ' " '

=B Taipei . - - I
BT Office n. : ..
- Device ; ',
® Camera —
2 Camera 2 ‘
=8 Camera 3
2> Camera 4 | ! ! . =
® Carmera s : A '
* Camera 6 ] -
2> Camera 7 | i
2 Camera 8 '.' - N E e b
== Em R R T
2 - =TT

t« Operate Mode ¢ Edit Mode

Device and Map Tree list
This window will list all devices and map hierarchy; click list will show

related information on right windows.

B \ap - Selected which map you want to show on E-Map Window.

*® Camera - Select which camera you want to preview video on
preview window and mark indicator on E-map.

g Digital Input — Select to show indicator and status on Info window. If the
Digital Input is from IP camera, the preview window will display live
video of camera.

W Digital Output — Select to show indicator and status on Info window. If
the Digital Output is from IP camera, the preview window will display

live video of camera.
& POS - Select to show indicator and display first associated camera live

video.

E-Map picture

This window will show the map layer and indicators

Indicator — Select device indicators will as select device form Device and
Map Tree to show related information on Preview and Info Windows.

Map — Select map indicator will enter the next map layer. If you want

move to upper layer, simply click on Up button.
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8. E-MAP
Information and Preview window

B Map Info - Show map name.

* Camera - Show camera name and connecting status.

# Digital Input - Show Digital Input name and status (0 or 1).

¥ Digital Output -Show Digital Output name and status (0 or 1).

£ POS - Show POS device name, connecting status and first associated
camera nhame and connecting status.
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9. DB Tool

O. DB Tool

The DB Tool Export/import database files; Export configurations; and Edit
storage location.

Warning : improper use of this DB Tool may cause lose of the recorded
video data.

Step 1: Execute DB Tool from program files.

Tintel PROSet Wireless ¥ ) User Manval v
K-Lite Codec Pack ¢ ] Backup Systern
T hfware % DEBTool:
Step 1 i R FRAZ 2, v [ Main Console
TV Jukebeox 3.0 v ] Playback Systemn
IC-TECH ¢ [ Remote Live Viewer
Hero v 3 Bemote Plavback Server

H.264 Sun 2] Uninztall H 264 Surveillance System

e ’ _

Step 2: Enter the password of administrator to login.

DBTool: 1o =:L|J.

Step 2

Fassword:

0] 4 Cancel
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9. DB Tool
9.1 Export Database

Step 1: Select system database location (generally they will reside in c:\program
files\your_installation_directory\).

Step 2: Select the destination you want to export.

Step 3: Press “Export” to start to export database.
B DETools

Export
database

Import
Step 1 database

Export
configurati...
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9.2 Import Database
Step 1: Select the database location you want to import.
Step 2: Select the installation path you want to import.

Step 3: Press “Import” to start to import database.

datahase

Editvidea
starage...
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9. DB Tool
Example of using export database and import database:

In certain case that when video data needs to be transfer from old PC to
another new PC, user will need to perform the following procedure.

1. Manually copy all recorded video data from the default installation
path or other user-defined storage path of the old PC.

_}' CAProgram Files

# ( IBM ~ - L~ L
# [05) IBM Think¥Vantsge 20060321 20060323 Tmanal
# (7 Install®hield Installation Dnd
H [ Intel
# 5 Internet Explorer __J ‘“i
# £ Koei :

, 3gppdl
# [ Lenovo bt s =E

2. Run “8.1 Export database” on old PC.

3. Manually paste all recorded video data to the default installation path
or other user-defined storage path of the new PC

4. Run “8.2 Import database” on new PC

5. Old recorded video data can be viewed by FINE playback system on
the new PC.
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9.3 Export Configurations

Step 1: Press “Export”.

Export
database

Step 1
Import
database

E

Edit video
storage...

Step 2: Select the location you want to Export and type the name of
the configurations.

Step 3: Press “Save” to start to import database.

Step 2

Step 3
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9. DB Tool

9.4 Edit Storage Location
If you move the recorded videos to a new directory, to ensure the
videos can still be recognized by the Playback system, you should
change the original directory.

Step 1: Select the original directory in the table.

Step 2: Change the selected path to the new directory for the moved
video.

Step 3: Press “Update” to finish editing storage location.

Fosroos |
; 2 — Edit storage location
Ifyou move the recorded videos to a new directary, to ensure the videos
Export canh still be recognized by the Playback systerm, you should change the
databasze original directory.
: Please find the original directory in the table helow, and manually change
Step 1 & itto the new one.
—_—
m~ ileFathld FilePathMame

database CAProgram Filesh

-
Step 20— | eqont

cont d
[

‘ Editvideo New path: [ CiProgram Fiiesi—__

storage..

Step 3 ‘ Update I
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Appendix A

How to setup 3GPP streaming connection (using BenQ-Siemens mobile
phones)

System Configuration

FINE DVR / NVR server v2.6

CPU: Intel core2 Duo 1.86 GHz
Memory: 512 DDR RAM

Ethernet: Realtek RTL8168/8111 PCI-E
Hard Disk: 160GB

Graphic card: ASUS Extreme AX550
Operating System: Windows XP Professional SP2
Mobile Phone: BenQ-Siemens E81

1.1 Configuration from FINE server

Step 1 : Go to Config and select Network Service
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Appendix B

Step 2 : Select 3GPP Service, and then click Start
Note: In the Option item, the port selected here is the same port from
mobile handset

1.2 Configuration from 3G Mobile Phone

1.2.1 BenQ-Siemens E81

Step 1: Goto Menu, then Internet
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Step 2: Select Bookmarks

Step 4: Configure the Adress setting as the following example.
Ex: rtsp://61.216.97.69:554/media00.3gp

61.216.97.69:554 is the IP address of FINE NVR or DVR system

Port : port specified in 3GPP Service from FINE NVR or DVR system
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Appendix B

Step 5: Save the settings and start playing

V. LREBE2W
#4 fmacca.3gp
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1.2.2 BenQ P50

1. Connect GPRS
Mensajeria o Vi o< 15:12 9

Conectando...

Conectando a: CHT_INTERMET
Conectando a GPRS.

Configuracion

L -

MMs 0 elemento(s).
Nueve Herram. Cuentas E E|*

2. Download and install the [PLATFORMA4] software.
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3. Execute FINE Main Console.
s ﬁ'jfr : o .

FEEIEIEIOEEEEY

Server Status: Running

Opsions
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5. Oen PLATFORMA4], press the button framed by red into Option

.......

.@ Foaies B €

6. [Open Url] enter the rtsp address of the camera
(EX: rtsp://61.216.97.69/media00.3gp—~>channel 1
EX: rtsp://61.216.97.69/media01.3gp—~>channel 2
EX: rtsp://61.216.97.69/media02.3gp—>channel 3)

Browese, ..

-Broadcast

Listen to Broadcast...

-Progressive Dovwnload

Save As...

Open [ Settings 1] Settings 11 | about |
el
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7. [Setting Ilchange the setting and press “OK”

Eg[ﬁ:gfgge;%z Platfarmd Player '7_:|| o{x 0436 @
[Connection TimeOut] 103 Metwork Settings

[Data Recept. TimeOut] 100 Pratocal: (@) UDP
[Deblocking Filter] check ) TCP

Buffer Size: B0 |=ec. |E|I|
Connection Timeout: (103 | sec, |E|I|
Data Recept, TimeCut: (100 | sec. |E|I|

-Widen Settings
Dehlocking Filter Dithering
Zoorm and crop in Fullscreen

Open | Settings 1 [ Settings 11 | about |

Al

8. Go back to PLATFORM4, searching and then getting the video

TeLarrord s Player 3.0 for Pocket PC

TeLarFomrs : Player 3.0 for Pocket PC

5 | B O : . |
O I ] ﬂ_ ]
® FPHILIPS T () ® pHILIPS B[O
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Appendix B

How to install Remote Desktop Tool
Step 1: Insert the Installation CD.\

Step 2: Please go to RemoteDesktopViewer directly and Run Setup.exe
file.

How to Start Remote Desktop Tool

Step 1: Please point to Start > All Programes > Remote Desktop Viewer >
Remote Desktop Viewer|

Step 2: Please enter address, Port, Password of server. Enable the option
Use 8 bits color level to show steadier screen.

Step 3: Click OK to Start Remote Desktop.\

=% Remote Desktop Viewer

Sermar I j
Fort: |514U Default |

Fassward: |

v Use 2 hits color lewvel

o]’ Cancel
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